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ASSESSMENT OF DEFENCE IN DEPTH FOR NUCLEAR POWER PLANTS
FOREWORD

Defence in depth is a comprehensive approach to safety that has been developed by nuclear power experts to ensure with high confidence that the public and the environment are protected from any hazards posed by the use of nuclear power for the generation of electricity. The concepts of defence in depth and safety culture have served the nuclear power industry well as a basic philosophy for the safe design and operation of nuclear power plants.

Properly applied, defence in depth ensures that no single human error or equipment failure at one level of defence, nor even a combination of failures at more than one level of defence, propagates to jeopardize defence in depth at the subsequent level or leads to harm to the public or the environment.

The importance of the concept of defence in depth is underlined in IAEA Safety Standards, in particular in the requirements set forth in the Safety Standards: Safety of Nuclear Power Plants: Design (NS-R-1) and Safety Assessment and Verification for Nuclear Power Plants (NS-G-1.2). A specific report, Defence in Depth in Nuclear Safety (INSAG-10), describes the objectives, strategy, implementation and future development in the area of defence in depth in nuclear and radiation safety. In the report Basic Safety Principles for Nuclear Power Plants (INSAG-12), defence in depth is recognized as one of the fundamental safety principles that underlie the safety of nuclear power plants.

In consonance with those high level publications, this Safety Report provides more specific technical information on the implementation of this concept in the siting, design, construction and operation of nuclear power plants. It describes a method for comprehensive and balanced review of the provisions required for implementing defence in depth in existing plants.

This publication is intended to provide guidance primarily for the self-assessment by plant operators of the comprehensiveness and quality of defence in depth provisions. It can be used equally by regulators and independent reviewers. It offers a tool that is complementary to other methods for evaluating the strengths and weaknesses of defence in depth in specific plants.

The IAEA staff members responsible for this publication were J. Höhn and J. Mišák of the Division of Nuclear Installation Safety.
EDITORIAL NOTE
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1. INTRODUCTION

1.1. BACKGROUND

The concept of defence in depth has been developed from the original idea of placing multiple barriers between radioactive materials and the environment. At present the concept includes a more general structure of multiple physical barriers and complementary means to protect the barriers themselves, the so-called levels of defence. It ensures that a high level of safety is reliably achieved with sufficient margins to compensate for equipment failures and human errors.

Defence in depth is implemented to provide a graded protection against a wide variety of transients, incidents and accidents, including equipment failures and human errors within nuclear power plants and events initiated outside plants. Defence in depth is an overall safety philosophy that encompasses all safety activities, including the siting, design, manufacture, construction, commissioning, operation and decommissioning of nuclear power plants.

Systematic assessments of the implementation of defence in depth are performed throughout the lifetime of a plant, and are typically conducted by different organizations. For assessment, engineering methods are used, combining qualitative analysis and quantitative methods. Computational analytical tools are typically used to evaluate the performance of the barriers and safety systems.

The concept of defence in depth is applied to a broad variety of safety related activities and measures, be they organizational, behavioural or design related. However, no single method is available for assessing the importance of these measures, which vary in nature. Whilst progress has been made recently in this area through the use of probabilistic methods, the deterministic approach is still primarily directed at evaluating design features only.

Therefore, there is a need for developing a comprehensive deterministic safety assessment approach, which should be able to consider the contributions of the various defence in depth provisions\(^1\) to the overall safety aim of defence in depth.

\(^1\) Provisions: measures implemented in design and operation such as inherent plant characteristics, safety margins, system design features and operational measures contributing to the performance of the safety functions aimed at preventing the mechanisms from occurring.
1.2. OBJECTIVE

The present publication describes a method for assessing the defence in depth capabilities of an existing plant, including both its design features and the operational measures taken to ensure safety. A systematic identification of the required safety provisions for the siting, design, construction and operation of the plant provides the basis for assessing the comprehensiveness and quality of defence in depth at the plant.

The five levels of defence in depth are covered in the present review. For given objectives at each level of defence, a set of challenges is identified, and several root mechanisms leading to the challenges are specified. Finally, to the extent possible, a comprehensive list of safety provisions, which contribute to preventing these mechanisms from occurring, is provided. A broad spectrum of provisions, which encompass the inherent safety features, equipment, procedures, staff availability, staff training and safety culture aspects, is considered.

For easier and more user friendly applicability, the method that is reviewed in this publication, including the overview of all challenges, mechanisms and provisions for all levels of defence, is illustrated in the form of 'objective trees'.

1.3. SCOPE

The assessment method that is reviewed in this publication is directly applicable to existing light water and heavy water reactors, and to spent fuel transported or stored in the pools outside the nuclear reactor coolant system on the site of these reactors. With some minor modifications, the method can also be used for other types of reactor such as reactors cooled with gas or with liquid.

---

2 Challenges: generalized mechanisms, processes or circumstances (conditions) that may have an impact on the intended performance of safety functions. Challenges are caused by a set of mechanisms having consequences that are similar in nature.

3 Mechanisms: specific reasons, processes or situations whose consequences might create challenges to the performance of safety functions.

4 Objective tree: a graphical presentation, for each of the specific safety principles belonging to the five levels of defence in depth, of the following elements from top to bottom: (1) objective of the level; (2) relevant safety functions; (3) identified challenges; (4) constitutive mechanisms for each of the challenges; (5) a list of provisions in design and operation for preventing the mechanism from occurring.
metal. In the future the method can be modified also for innovative or new reactor designs.

The assessment method is applicable to all stages of the lifetime of the plant, from design to operation. Siting aspects are in part covered. However, decommissioning has not been considered in the development of this assessment method.

The assessment method described in this publication is not meant to replace the other evaluations required by national or international standards. Rather, it is intended to complement regulatory evaluations and to provide an additional tool for a better appreciation of the defence in depth capabilities of a plant.

With a view to providing a clear interpretation of the term defence in depth and a better understanding of the completeness of this concept, the present publication contains a comprehensive review of the provisions for all levels of defence. However, this publication does not provide any guidance for evaluating the safety significance of omissions or for the prioritization of the defence in depth provisions.

1.4. STRUCTURE

Section 2 addresses the strategy of defence in depth and the importance of fulfilling the safety functions\(^5\) (SFs) to achieve the objectives for the different levels of defence. Section 3 provides a detailed description of the approach for making an inventory of the defence in depth capabilities of a plant. Section 4 discusses the applications of the approach and how to use the approach for assessing defence in depth. Section 5 presents conclusions. A discussion of the SFs is presented in Appendix I. In Appendix II, the objective trees graphically represent how, for each relevant safety principle\(^6\), the safety objectives of the different levels of defence can be achieved by establishing defence in depth provisions at different stages of the lifetime of the plant. A test application of the approach is summarized in Appendix III. Definitions are provided at the end of the book.

---

\(^5\) Safety function: a specific purpose that must be accomplished for safety in operational states, during and following a design basis accident (DBA) and, to the extent practicable, in, during and following the plant conditions considered beyond the DBA.

\(^6\) Safety principle: a commonly shared safety concept stating how to achieve safety objectives at different levels of defence in depth.
2. THE CONCEPT OF DEFENCE IN DEPTH

2.1. GENERAL CONSIDERATIONS

Three safety objectives are defined for nuclear installations in the IAEA Safety Fundamentals publication [1]. Safety objectives require that nuclear installations are designed and operated so as to keep all sources of radiation exposure under strict technical and administrative control. The general nuclear safety objective is supported by two complementary objectives, the radiation protection objective and the technical safety objective.

By observing a comprehensive set of safety principles [2], the operators of plants will achieve the nuclear safety objectives. In this process, the measures that are taken to keep radiation exposure in all operational states to levels as low as reasonably achievable, and to minimize the likelihood of an accident that might lead to loss of normal control of the source of the radiation, are essential. For nuclear power plants, the safety objectives are ensured by fulfilling the three fundamental safety functions (FSFs)\(^7\) described in Section 2.2.

According to INSAG-10 [3], defence in depth consists of a hierarchical deployment of different levels of equipment and procedures in order to maintain the effectiveness of physical barriers placed between radioactive material and workers, the public or the environment, during normal operation, anticipated operational occurrences (AOOs) and, for some barriers, accidents at the plant.

In general, several successive physical barriers for the confinement of radioactive material are in place within a plant. Their specific design may vary depending on the radioactivity of the material and on the possible deviations from normal operation that could result in the failure of some barriers. The number and type of barriers that confine the fission products are dependent on the technology that has been adopted for the reactor. For the reactors under consideration these barriers include the fuel matrix, fuel cladding, pressure boundary of the reactor coolant system, and the containment or confinement.

Defence in depth is generally divided into five levels [3]. Should one level fail, the subsequent level comes into play. Table 1 summarizes the objectives of each level and the corresponding means that are essential for achieving them.

\(^7\) The three fundamental safety functions are: (1) control of the reactivity; (2) removal of heat from the fuel; (3) confinement of radioactive material and control of operational discharges, as well as limitation of accidental releases.
The levels are intended to be independent to the extent practicable. The general objective of defence in depth is to ensure that a single failure, whether an equipment failure or a human failure, at one level of defence, and even a combination of failures at more than one level of defence, does not propagate to jeopardize defence in depth at subsequent levels. The independence of different levels of defence is crucial to meeting this objective.

Figure 1 is a flow chart showing the logic of defence in depth. Success is defined for each level of defence in depth. According to the philosophy of defence in depth, if the provisions of a given level of defence fail to control the evolution of a sequence, the subsequent level will come into play.

The objective of the first level of defence is the prevention of abnormal operation and system failures. If there is a failure at this level, an initiating event takes place. This can happen either if the defence in depth provisions at Level 1 were not effective enough or if a certain mechanism was not considered in establishing the defence in depth provisions at Level 1. Then the second level of defence will detect these failures, to avoid or to control the abnormal operation. Should the second level fail, the third level ensures that the FSFs will be performed by activation of specific safety systems and other safety

<table>
<thead>
<tr>
<th>Levels of defence in depth</th>
<th>Objective</th>
<th>Essential means for achieving the objective</th>
</tr>
</thead>
<tbody>
<tr>
<td>Level 1</td>
<td>Prevention of abnormal operation and failures</td>
<td>Conservative design and high quality in construction and operation</td>
</tr>
<tr>
<td>Level 2</td>
<td>Control of abnormal operation and detection of failures</td>
<td>Control, limiting and protection systems and other surveillance features</td>
</tr>
<tr>
<td>Level 3</td>
<td>Control of accidents within the design basis</td>
<td>Engineered safety features and accident procedures</td>
</tr>
<tr>
<td>Level 4</td>
<td>Control of severe plant conditions, including prevention of accident progression and mitigation of the consequences of severe accidents</td>
<td>Complementary measures and accident management</td>
</tr>
<tr>
<td>Level 5</td>
<td>Mitigation of radiological consequences of significant releases of radioactive materials</td>
<td>Off-site emergency response</td>
</tr>
</tbody>
</table>

The levels are intended to be independent to the extent practicable. The general objective of defence in depth is to ensure that a single failure, whether an equipment failure or a human failure, at one level of defence, and even a combination of failures at more than one level of defence, does not propagate to jeopardize defence in depth at subsequent levels. The independence of different levels of defence is crucial to meeting this objective.

Figure 1 is a flow chart showing the logic of defence in depth. Success is defined for each level of defence in depth. According to the philosophy of defence in depth, if the provisions of a given level of defence fail to control the evolution of a sequence, the subsequent level will come into play.

The objective of the first level of defence is the prevention of abnormal operation and system failures. If there is a failure at this level, an initiating event takes place. This can happen either if the defence in depth provisions at Level 1 were not effective enough or if a certain mechanism was not considered in establishing the defence in depth provisions at Level 1. Then the second level of defence will detect these failures, to avoid or to control the abnormal operation. Should the second level fail, the third level ensures that the FSFs will be performed by activation of specific safety systems and other safety
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FIG. 1. Flow chart for defence in depth.
features with a view to limiting the possible consequences of design basis accidents (DBAs). Should the third level fail, the fourth level limits accident progression by means of accident management measures in order to prevent or mitigate severe accident conditions with external releases of radioactive material. The last objective (the fifth level of defence) is the mitigation of the radiological consequences of significant external releases through the off-site emergency response.

A deterministic approach to defence in depth does not explicitly consider the probabilities of occurrence of the challenges or mechanisms (an explanation of these terms is given in Section 3.1) nor does it include the quantification of the probabilities of success associated with the performance of features and systems for each level of defence. However, in the future this deterministic approach can be further complemented by probabilistic safety analysis (PSA) considerations (system reliability, probabilistic targets, etc.), to provide an adequate level of safety ensuring a well balanced design.

2.2. FULFILMENT OF FUNDAMENTAL SAFETY FUNCTIONS

To ensure the safety of plants by avoiding the failure of barriers against the release of radioactive material and by mitigating the consequences of their failure, the following FSFs have to be performed in operational states, during and following DBAs and, to the extent practicable, in, during and following the considered plant conditions beyond the DBA [4]:

1. Control of reactivity;
2. Removal of heat from the core;
3. Confinement of radioactive materials and control of operational discharges, as well as limitation of accidental releases.

Henceforth in the present report, FSF (2) ‘removal of heat from the core’, as mentioned in Ref. [4], will be replaced by the more general FSF ‘removal of heat from the fuel’ to cover also the fuel removed from the core but that is still on the site of the plant and is a potential radioactive source.

The FSFs are essential for defence in depth and as a measure of the appropriate implementation of defence in depth through the various provisions for the design and operation of the plant, as indicated by the underlying relevant safety principles. The aim of the defence in depth provisions is to protect the barriers and to mitigate the consequences if the barriers against the release of radioactive material are damaged.
Possible challenges to the FSFs are dealt with by the defence in depth provisions established at a given level of defence, which include inherent safety characteristics, safety margins, active and passive systems, procedures, operator actions, organizational measures and safety culture aspects. All those mechanisms that can challenge the performance of the FSFs should be first identified for each level of defence. These mechanisms are used to determine the set of initiating events that can lead to deviation (initiation or worsening) from normal operation.

Each of the FSFs may be subdivided into several derived/subsidiary SFs, as presented in Appendix I. The list in Appendix I is based on Safety of Nuclear Power Plants: Design [4]. Some modifications to the list were necessary to allow a more general applicability of these SFs beyond the scope of Ref. [4]. Independence in the performance of the FSFs/SFs at all levels underlies the defence in depth concept. In addition, the performance of the SFs also establishes the conditions for maintaining the integrity of barriers against the release of radioactive material.

3. APPROACH FOR MAKING AN INVENTORY OF THE DEFENCE IN DEPTH CAPABILITIES OF A PLANT

3.1. DESCRIPTION OF THE APPROACH

The identification of what can have an impact on the performance of an FSF as well as of the variety of options that exist for avoiding this impact for each level of defence is an essential task in the development of the framework for making an inventory of the defence in depth capabilities of a plant. For developing the framework, it is useful to explain the following concepts:

(a) **Defence in depth** involves multiple barriers against the release of radioactive material as well as several levels of defence, which include organizational, behavioural and design measures (*provisions*).

(b) Each **level of defence** has its specific objectives, including the protection of relevant barriers and the essential means for this protection. To ensure achievement of the objective of each level of defence, all FSFs (and derived/subsidiary SFs) relevant for this level need to be performed.

(c) **Challenges** are generalized mechanisms, processes or circumstances (conditions) that may have an impact on the intended performance of SFs. The nature of challenges is characterized by the safety principle that contributes to the achievement of the objective through the performance
of SFs. Challenges are caused by a set of mechanisms having similar consequences.

(d) **Mechanisms** are more specific processes or situations whose consequences might create challenges to the performance of SFs.

For each of the mechanisms it is possible to find a number of provisions, such as inherent plant safety characteristics, safety margins, system design features and operational measures, which can support the performance of the SFs and prevent the mechanism from taking place.

A framework for making an inventory of the defence in depth capabilities should screen for each level of defence all the challenges and mechanisms, and identify possible safety provisions for achieving the objectives of each level of defence as indicated by the relevant safety principles.

The framework described above may be graphically depicted in terms of an ‘objective tree’, as shown in Fig. 2. At the top of the tree there is the level of defence in depth that is of interest, followed by the objectives to be achieved, including the barriers to be protected against release of radioactive material. Below this, there is a list of FSFs or derived SFs which need to be maintained to achieve both the objectives and the protection of the barriers of the level of defence under consideration. For instance, for Level 2 the objective is to control abnormal operation and to detect failures, as well as to ensure the

<table>
<thead>
<tr>
<th><strong>FIG. 2. Structure for defence in depth provisions at each level of defence.</strong></th>
<th><strong>Level of defence</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>To be achieved and to be protected</strong></td>
<td><strong>Objectives and barriers</strong></td>
</tr>
<tr>
<td><strong>To be maintained</strong></td>
<td>Safety function</td>
</tr>
<tr>
<td><strong>To cope with</strong></td>
<td>Safety function</td>
</tr>
<tr>
<td><strong>Challenge</strong></td>
<td><strong>Challenge</strong></td>
</tr>
<tr>
<td><strong>Induced by</strong></td>
<td><strong>Mechanism</strong></td>
</tr>
<tr>
<td><strong>Measures to be taken to prevent mechanisms from occurring that challenge safety functions</strong></td>
<td><strong>Provision</strong></td>
</tr>
<tr>
<td><strong>Provision</strong></td>
<td><strong>Provision</strong></td>
</tr>
<tr>
<td><strong>Provision</strong></td>
<td><strong>Provision</strong></td>
</tr>
<tr>
<td><strong>Provision</strong></td>
<td><strong>Provision</strong></td>
</tr>
</tbody>
</table>
continued integrity of the first three barriers (the fuel matrix, cladding and pressure boundary of the reactor coolant system) through performance of FSFs/SFs. For Level 3, the objective is to control accidents within the design basis. For these accidents it is required to limit damage of the first two barriers, to avoid consequential damage of the pressure boundary of the reactor coolant system and to avoid any damage of the reactor containment.

There might be an impact on the performance of FSFs/SFs by challenges which are placed on a lower level of the objective tree. On the next lower level of the tree there are several mechanisms listed that can give rise to the challenges. Under each of the mechanisms, there is a list of possible provisions that should be implemented in order to prevent the mechanisms from occurring and to prevent challenges to the SFs from arising.

The following example applicable to pressurized water reactors (PWRs) may further illustrate the approach described. One of the SFs relevant for Levels 1–3 of defence in depth is prevention of unacceptable reactivity transients. This SF can be challenged by insertion of positive reactivity. Several mechanisms lead to such a challenge, including control rod ejection, control rod withdrawal, control rod drop or misalignment, erroneous startup of a circulation loop, release of absorber deposits in the reactor core, incorrect refueling operations or inadvertent boron dilution. For each of these mechanisms there are a number of provisions to prevent its occurrence. For example, control rod withdrawal can be prevented or its consequences mitigated by:

1. Design margins minimizing the need for automatic control,
2. An operating strategy with most of the rods out of the core,
3. Monitoring of rod position,
4. Limited speed of rod withdrawal,
5. Limited worth of the control rod groups,
6. A negative feedback reactivity coefficient,
7. Conservative set points of the reactor protection system,
8. A reliable and fast safety shutdown system.

The main objective of the method presented in this publication is making an inventory of the defence in depth capabilities, i.e. the provisions implemented during any stage of the lifetime of the plant. Its essential attribute therefore would be the completeness of the list of mechanisms grouped into generalized challenges endangering the fulfilment of SFs, and sufficient comprehensiveness of the list of safety provisions aimed at preventing those mechanisms from taking place. The top down approach, i.e. from the objectives of each level of defence down through challenges and mechanisms down to the
provisions, is considered an appropriate way to develop the objective trees in the most comprehensive way.

3.2. SPECIFICATION OF THE PROVISIONS

The defence in depth capabilities of a plant are established by means of the provisions that prevent mechanisms or combinations of mechanisms from occurring that might challenge the performance of the FSFs and SFs. It is important that the list of provisions is drawn up as comprehensively as possible. A combination of expert judgement, the IAEA reference report INSAG-12 [2] and two IAEA Safety Standards publications [4, 5] has been used to provide guidance on the comprehensive selection of the main challenges, mechanisms and provisions for each of the SFs to be performed. In Ref. [2] a graphical depiction of the elements of defence in depth and safety culture over the lifetime of a plant has been devised, as shown in Fig. 3, which is reproduced from Ref. [2].

Across the horizontal axis of the figure the stages of lifetime of a plant are listed, beginning with design, through construction and operation, and ending with plant decommissioning. Decommissioning is beyond the scope of the present publication. Along the vertical axis of the figure there are the levels of defence in depth. These levels begin at the top with the first level involving the prevention of abnormal events, progressing through levels devoted to the recovery from abnormal events of increasing levels of severity, and concluding with the level of defence aimed at mitigating the radiological consequences of the most severe and most unlikely accidents. Within the figure the major features (elements) are listed that contribute to defence in depth during the nuclear power plant lifetime. Each of the elements is representative of a specific safety principle discussed in detail in Ref. [2]. The lines connecting the safety principles in Fig. 3 indicate the interrelations among the principles.

The safety principles described in Ref. [2] are commonly shared safety concepts that indicate how to achieve safety objectives at different levels of defence in depth. The safety principles do not guarantee that plants will be absolutely free of risk. Nonetheless, INSAG [2] has stated that, if the principles are adequately applied, the nuclear power plants should be very safe. It is therefore considered that the safety principles provide a useful basis for the comprehensiveness of the provisions.

Figure 3 also indicates how to assign individual safety principles to different levels of defence in depth. Assignment of safety principles to a certain level of defence in depth means that non-compliance with such a safety
principle can adversely affect achievement of the objectives, in particular for a

given level.

The first step for assignment is shown in Fig. 3. A preliminary assignment

is done as a horizontal band selected from the safety principles in Fig. 3, located

within the boundaries of the different levels of defence. Of course, the complex

nature of some of the principles cannot be fully reflected by a one dimensional

projection of this kind. Furthermore, the boundaries of the levels are not so

clear and some overlapping between levels exists.

The second step for assignment is shown in Fig. 4, which is reproduced

from Ref. [2], showing the physical barriers and levels of protection in defence

in depth. The message conveyed by Fig. 4 is that any violation of general safety

principles such as in design management, quality assurance or safety culture

can adversely affect several levels of defence at the same time. Specific safety

principles that usually address the performance of various hardware

components are typically assigned to different levels of defence.

The third step for assignment of safety principles to individual levels of

defence is provided by the explanatory text on the safety principles themselves

in Ref. [2] and the derived requirements for design and operation in the IAEA

Safety Standards [4, 5].

The results of the assignment of the safety principles are given in Table 2.
The numbering of the safety principles given in Table 2, as well as their

grouping into siting, design, manufacture and construction, commissioning,

operation, accident management and emergency preparedness, are taken

directly from Ref. [2].

It can be seen from Table 2 that many principles have a bearing on more

than one level of defence. For example ‘achievement of quality’ (safety

principle 249 (SP (249)) has an impact across Levels 1–4, since it affects the

reliability of all the engineering provisions that are in place to provide the

defences at those levels.

The concept of defence in depth relies on a high degree of independence

between the levels of defence. In practice, however, some sort of

interdependence between the levels of defence exists as a result of the

pervading nature of several of the principles. Of course, formal assignment of

one safety principle to several levels of defence in depth does not necessarily

mean lack of independence between the different levels. This is because the

same principle is typically applied to different systems, different manufacturers,
different plant staffs and different plant conditions, and not necessarily the

same weakness propagates through all of these groupings. However, since

interdependence between different levels represents a serious weakening of

the defence in depth concept, for each such indicated case a special
**FIG 3.** Schematic presentation of the specific safety principles of INSAG, showing their coherence and their interrelations [2].
consideration should be made to check all possible implications of potential deficiencies.

In some cases, the assignment of safety principles to levels of defence in Table 2 reflects differences in current national practices. For instance, in some countries, normal operating procedures (SP (288)) cover both normal and abnormal operational regimes. In other countries, abnormal operational regimes are covered by emergency operating procedures (EOPs)8 (SP (290)); the same EOPs are also applicable for accidents within the design basis and to some extent (before significant core degradation) also for beyond design basis accidents (BDBAs).

Naturally, a certain amount of subjectivity in the assignment of safety principles cannot be avoided. However, this subjectivity is not detrimental to

---
8 Emergency operating procedures: plant specific procedures containing instructions to operating staff for implementing preventive accident management measures. The EOPs typically contain all the preventive measures (for both DBAs and BDBAs).
the comprehensiveness of the objective trees, since safety principles represent only one of various sources of information for development of the approach.

3.3. OBJECTIVE TREES

The objective trees are presented in Appendix II for all the levels of defence based on the approach described. The trees themselves are self-explanatory, i.e. no additional text is provided to explain the challenges, mechanisms and provisions. Further guidance can be found in Refs [2, 4, 5].

The following remarks can be made on the formulation of provisions in the objective trees:

(a) Impacts of mechanisms should first be analysed with adequate tools, even if this is not always explicitly expressed in the provisions. The selection and implementation of an appropriate measure always needs to be based on the results of such an analysis. Lack of analysis can easily represent a source of weakening of defence in depth.

(b) The intention of objective trees is to provide a comprehensive list of the possible options for provisions. Not necessarily all of them are to be implemented in parallel. The plant operator, on the basis of the insights offered by this approach, is in a better position to decide upon the required level of implementation of the provisions, including any need for a modified or additional provision.

(c) The provisions offered in the objective trees were mainly derived from the IAEA and INSAG safety principles, the IAEA Safety Standards and on the basis of an additional engineering judgement from those experts who participated in the development of this publication. The various types of provision include: inherent plant safety features, systems, procedures, availability and training of staff, safety management and safety culture measures.

(d) For safety principles that are common to several levels of defence, several ways of presenting the objective trees are used. If a substantial difference in the formulation of provisions for different levels is identified, a separate objective tree is developed for each of the respective levels. Otherwise, the same objective tree can simply be used for each of the relevant levels. However, it should be clear for such cases that the objectives and means at different levels are different and that the same objective tree applies to different plant systems, i.e. the plant process systems, the control systems and the safety systems. To keep both the number and the structure of objective trees within reasonable limits,
### TABLE 2. ASSIGNMENT OF SAFETY PRINCIPLES TO INDIVIDUAL LEVELS OF DEFENCE IN DEPTH

<table>
<thead>
<tr>
<th>Phases of plant life</th>
<th>No. of SP</th>
<th>Safety principle (SP)</th>
<th>Level of defence</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td>1</td>
</tr>
<tr>
<td><strong>Siting</strong></td>
<td>136</td>
<td>External factors affecting the plant</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>138</td>
<td>Radiological impact on the public and the local environment</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>140</td>
<td>Feasibility of emergency plans</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>142</td>
<td>Ultimate heat sink provisions</td>
<td>o o</td>
</tr>
<tr>
<td><strong>Design</strong></td>
<td>150</td>
<td>Design management</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>154</td>
<td>Proven technology</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>158</td>
<td>General basis for design</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>164</td>
<td>Plant process control systems</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>168</td>
<td>Automatic safety systems</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>174</td>
<td>Reliability targets</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>177</td>
<td>Dependent failures</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>182</td>
<td>Equipment qualification</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>186</td>
<td>Inspectability of safety equipment</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>188</td>
<td>Radiation protection in design</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>192</td>
<td>Protection against power transient accidents</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>195</td>
<td>Reactor core integrity</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>200</td>
<td>Automatic shutdown systems</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>203</td>
<td>Normal heat removal</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>205</td>
<td>Startup, shutdown and low power operation</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>207</td>
<td>Emergency heat removal</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>209</td>
<td>Reactor coolant system integrity</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>217</td>
<td>Confinement of radioactive material</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>221</td>
<td>Protection of confinement structure</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>227</td>
<td>Monitoring of plant safety status</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>230</td>
<td>Preservation of control capability</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>233</td>
<td>Station blackout</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>237</td>
<td>Control of accidents within the design basis</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>240</td>
<td>New and spent fuel storage</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>242</td>
<td>Physical protection of plant</td>
<td>o o</td>
</tr>
</tbody>
</table>
### Table 2. Assignment of Safety Principles to Individual Levels of Defence in Depth (cont.)

<table>
<thead>
<tr>
<th>Phases of plant life</th>
<th>No. of SP</th>
<th>Safety principle (SP)</th>
<th>Level of defence</th>
</tr>
</thead>
<tbody>
<tr>
<td>Manufacture and construction</td>
<td>246</td>
<td>Safety evaluation of design</td>
<td>o o o o</td>
</tr>
<tr>
<td></td>
<td>249</td>
<td>Achievement of quality</td>
<td>o o o o</td>
</tr>
<tr>
<td>Commissioning</td>
<td>255</td>
<td>Verification of design and construction</td>
<td>o o o o</td>
</tr>
<tr>
<td></td>
<td>258</td>
<td>Validation of operating and functional test procedures</td>
<td>o o o o</td>
</tr>
<tr>
<td></td>
<td>260</td>
<td>Collection of baseline data</td>
<td>o o o o</td>
</tr>
<tr>
<td></td>
<td>262</td>
<td>Pre-operational adjustment of plant</td>
<td>o o o o</td>
</tr>
<tr>
<td>Operation</td>
<td>265</td>
<td>Organization, responsibilities and staffing</td>
<td>o o o o o</td>
</tr>
<tr>
<td></td>
<td>269</td>
<td>Safety review procedures</td>
<td>o o o o o</td>
</tr>
<tr>
<td></td>
<td>272</td>
<td>Conduct of operations</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>278</td>
<td>Training</td>
<td>o o o</td>
</tr>
<tr>
<td></td>
<td>284</td>
<td>Operational limits and conditions</td>
<td>o o o</td>
</tr>
<tr>
<td></td>
<td>288</td>
<td>Normal operating procedures</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>290</td>
<td>Emergency operating procedures</td>
<td>o o o o</td>
</tr>
<tr>
<td></td>
<td>292</td>
<td>Radiation protection procedures</td>
<td>o o o o</td>
</tr>
<tr>
<td></td>
<td>296</td>
<td>Engineering and technical support of operations</td>
<td>o o o o o</td>
</tr>
<tr>
<td>Accident management</td>
<td>318</td>
<td>Strategy for accident management</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>323</td>
<td>Training and procedures for accident management</td>
<td>o</td>
</tr>
<tr>
<td></td>
<td>326</td>
<td>Engineered features for accident management</td>
<td>o</td>
</tr>
<tr>
<td>Emergency preparedness</td>
<td>333</td>
<td>Emergency plans</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>336</td>
<td>Emergency response facilities</td>
<td>o o</td>
</tr>
<tr>
<td></td>
<td>339</td>
<td>Assessment of accident consequences and radiological monitoring</td>
<td>o o o</td>
</tr>
</tbody>
</table>
similar provisions to avoid the occurrence of different mechanisms were sometimes condensed in the tree presentation (e.g. SP (136) in Appendix II).

In total 68 different objective trees have been developed for 53 specific safety principles assigned to the five levels of defence:

— Eleven trees exclusively for Level 1;
— Seven trees exclusively for Level 2;
— Two trees common to Levels 1 and 2;
— Three trees common to Levels 1–3;
— Eleven trees exclusively to Level 3;
— Nineteen trees common to Levels 1–4;
— One tree common to Levels 2–4;
— Five trees common to Levels 3 and 4;
— Eight trees exclusively for Level 4;
— One tree for Level 5, incorporating seven principles.

4. APPLICATIONS

Users of the method presented in this publication are expected to review and compare provisions for defence in depth identified in the objective trees with the existing defence in depth capabilities of their plant. The objective trees provide the rationale for the bottom up method, starting with the screening of individual provisions. Users should evaluate for each provision the level of its implementation. If the implementation of provisions is satisfactory, then the relevant mechanism can be considered as having been prevented from occurring. Deviations should be discussed and either justified by compensatory features specific to the plant or reconsidered for further strengthening of the defence in depth of the plant.

A large number of provisions are identified in the objective trees presented on the basis of the IAEA Safety Standards [1, 4, 5], relevant INSAG reports [2, 3] and good engineering practices. The present guidance is not intended to be a stand-alone document. Reference to the supporting publications mentioned is necessary to obtain a full explanation of the provisions. The method described is flexible enough to encourage expansion in order to include specific provisions and mechanisms identified in national
standards or relating to specific plant types. During the review, the plant operator or the regulator needs to determine whether particular standards are mandatory. In general, it is the responsibility of every plant operator to select a proper set of provisions and to consider modified or additional provisions in order to avoid mechanisms that challenge the SFs.

The method described in the present report indicates, from a qualitative point of view, what kind of provisions can be implemented to avoid the occurrence of mechanisms. However, the method described neither gives preference to individual provisions nor specifies the way to implement or quantify the efficiency of a provision. Indeed, the adequacy of provisions has to be determined by the user. In particular, for the omission of a provision, a detailed justification is necessary.

The objective of the proposed screening approach is deterministic in nature and the approach can also be used for safety assessment of a plant without a PSA or with an incomplete PSA. A plant specific PSA, sufficiently broad in scope and with a sufficient level of detail, can be used to support the judgement on the adequacy of the defence in depth and of the logical structure of the defences. In addition, a good quality PSA facilitates a deep understanding of the interrelation between the various defences and supports prioritization of provisions according to their contribution to risk reduction.

The guidance given in this report helps in identifying dependences of principles that might affect defences at more than one level and principles that are linked to other principles. These dependences indicate for the reviewer where further attention is needed for the screening of the affected levels of defence.

It is to be noted that decisions on whether or not to implement the missing or incomplete provisions need to be made after full consideration of the safety implications and priorities. It is definitely the responsibility of the plant staff to set up a programme for implementation of corrective measures or of the nuclear regulator to require corrective measures. Introduction of new equipment and programmes to implement an additional provision for defence in depth can also introduce (apart from additional costs) additional complexity to the operation of a plant and additional potential failure modes. There is no consideration in this approach of the side effects of increased complexity and operational difficulties caused by the implementation of additional defence in depth measures. The approach is not developed to identify new weaknesses in defence in depth introduced by implementing new modifications or provisions. A PSA study is an appropriate tool for such an evaluation.

By way of example, some results of the first test application of the method are provided in Appendix III. The screening of the defence in depth capabilities for WWER 440/V213 units at the Bohunice nuclear power plant was
performed for selected safety principles, which contributed to the achievement of safety objectives for Levels 3 and 4 of defence. The objective of this test application was to demonstrate that the approach is helpful and easily applicable to existing plants in order to screen systematically their defence in depth capabilities, and to identify strengths and weaknesses. The test application was carried out in a self-assessment mode by the plant operators. The results have been considered as a starting point for an in depth evaluation to qualify appropriate measures within the current plant upgrading programme.

5. CONCLUSIONS

Defence in depth is expected to remain an essential strategy to ensure nuclear safety for both existing and new plants. The method presented offers a further perspective that serves plant safety by screening the defence in depth capabilities of plants in a systematic manner. It has been developed in reliance upon basic safety principles [1, 2] and internationally agreed IAEA safety requirements [4, 5], which lay down the most important measures (provisions) to be implemented for assuring a sound and balanced defence in depth.

The approach does not include any quantification of the extent of defence in depth at a plant nor a prioritization of the provisions of defence. It is intended only for screening, i.e. for determination of both the strengths and weaknesses for which provision should be considered.

The screening approach, which uses objective trees, offers a user friendly tool for determining the strengths and weaknesses of defence in depth at a specific plant. The top down approach has been used for the development of objective trees, i.e. from the objectives of each level of defence down to the challenges and mechanisms, and finally to the provisions. A demonstration of defence in depth in a comprehensive and systematic way may provide reassurance for the plant operators that their safety strategy is sound and well balanced among the levels of defence. From a regulatory point of view, identification of deficiencies of defence in depth might be a valuable complement to traditional regulatory approaches.

There are no strict criteria on what is considered a sufficient level of implementation of individual provisions. The level of detail and completeness of evaluation is at the discretion of the user of the screening approach.

While the approach is primarily intended to facilitate self-assessment of defence in depth by plant operators, it can also be used by regulators or by
independent reviewers. A commitment by the operator to self-assessment is an essential feature of a good safety culture. The approach has been developed to be as complete as possible, but it is sufficiently flexible to allow inclusion of other mechanisms and provisions that are related to specific plant types or that are identified in national standards. In this respect, the approach might be very beneficial for checking the completeness and balance of any measures implemented for major safety improvement or modernization activities or for plant reorganizations.

This approach is also considered as an appropriate tool for presenting progress in strengthening defence in depth. Repeated screenings after a certain period of time are needed for this purpose. In particular, plant operators are encouraged to repeat in full the approach after completion of a major safety improvement programme or a substantial reorganization in the plant.

Feedback is welcome from users to the developers of the method for improving it. In this connection, the appropriateness of the mechanisms and challenges set in the objective trees needs to be verified. Comments on the text in the boxes of the objective trees are also welcome in order to address more precisely the relevant safety aspects. Special attention needs to be given to the objective trees of those safety principles that are applicable to more than one level of defence and to the need to make further appropriate distinctions between provisions belonging to different levels of defence.
Appendix I

FUNDAMENTAL SAFETY FUNCTIONS AND SAFETY FUNCTIONS

Safety functions are subdivisions of the FSFs including those necessary to prevent accident conditions or escalation of accident conditions and those necessary to mitigate the consequences of accident conditions. They can be accomplished, as appropriate, using systems, components or structures provided for normal operation, those provided to prevent AOOs from leading to accident conditions or those provided to mitigate the consequences of accident conditions, and also with prepared staff actions.

The following set of SFs have been taken directly from Ref. [4] as appropriate to develop the objective trees in Appendix II:

(1) To prevent unacceptable reactivity transients;
(2) To maintain the reactor in a safe shutdown condition after all shutdown actions;
(3) To shut down the reactor as necessary to prevent AOOs from leading to DBAs and to shut down the reactor to mitigate the consequences of DBAs;
(4) To maintain sufficient reactor coolant inventory for core cooling in and after accident conditions not involving the failure of the reactor coolant pressure boundary;
(5) To maintain sufficient reactor coolant inventory for core cooling in and after all postulated initiating events considered in the design basis;
(6) To remove heat from the core\(^9\) after a failure of the reactor coolant pressure boundary in order to limit fuel damage;
(7) To remove residual heat in appropriate operational states and in accident conditions with the reactor coolant pressure boundary intact;
(8) To transfer heat from other safety systems to the ultimate heat sink;
(9) To ensure necessary services (such as electrical, pneumatic, and hydraulic power supplies and lubrication) as a support function for a safety system\(^{10}\);
(10) To maintain acceptable integrity of the cladding of the fuel in the reactor core;

---
\(^9\) This SF applies to the first step of the heat removal system(s). The remaining step(s) are encompassed in SF (8).
\(^{10}\) This is a support function for other safety systems when they must perform their safety functions.
(11) To maintain the integrity of the reactor coolant pressure boundary;
(12) To limit the release of radioactive material from the reactor containment in accident conditions and conditions following an accident;
(13) To limit the radiation exposure of the public and site personnel in and following DBAs and selected severe accidents that release radioactive materials from sources outside the reactor containment;
(14) To limit the discharge or release of radioactive waste and airborne radioactive materials to below prescribed limits in all operational states;
(15) To maintain control of environmental conditions within the plant for the operation of safety systems and for habitability for personnel necessary to allow performance of operations important to safety;
(16) To maintain control of radioactive releases from irradiated fuel transported or stored outside the reactor coolant system, but within the site, in all operational states;
(17) To remove decay heat from irradiated fuel stored outside the reactor coolant system but within the site;
(18) To maintain sufficient subcriticality of fuel stored outside the reactor coolant system but within the site;
(19) To prevent the failure or limit the consequences of failure of a structure, system or component whose failure would cause the impairment of an SF.

In order to distinguish better provisions aimed at limiting releases of radioactive material from the reactor containment (SF (12)) and provisions aimed at preventing loss of containment integrity, the following SF was added to the original set of SFs as given in Ref. [4]:

(20) To maintain the integrity of the reactor containment in accident conditions and conditions following an accident.

The SFs are intended as a basis for determining whether a structure, system or component performs or contributes to one or more SFs. They are also intended to provide a basis for assigning an appropriate gradation of importance to safety structures, systems and components that contribute to the various SFs. This means that the SFs are mostly related to the structures, systems or components. In the present report, the SFs are used in a more general sense, not necessarily related only to plant equipment but also to human factors such as personnel actions. In particular, there is no plant equipment directly considered at Level 5 of the defence in depth. Therefore, one more special SF has been added to the list in the framework of this report:
(21) To limit the effects of releases of radioactive materials on the public and environment.

The set of SFs can be grouped with respect to the FSFs as follows:

(a) SFs related to FSF (1) “control of the reactivity”: SFs (1)–(3) and (18);
(b) SFs related to FSF (2) “removal of heat from the fuel”: SFs (4)–(8) and (17);
(c) SFs related to FSF (3) “confinement of radioactive materials and control of operational discharges, as well as limitation of accidental releases”: SFs (10)–(14), (16), (20) and (21).

There are also three special SFs related to all FSFs: SFs (9), (15) and (19).

Established SFs (with shorter versions of the text) and their grouping in accordance with the text above are graphically depicted in Fig. 5.

FIG. 5. Overview and grouping of SFs used in the present report (RCS, reactor coolant system; LOCA, loss of coolant accident).
Appendix II

OBJECTIVE TREES FOR ALL LEVELS OF DEFENCE IN DEPTH

The first five figures (Figs 6–10) in this Appendix are provided to remind the reader of the objectives to be achieved, including the barriers to be protected, through the performance of FSFs/SFs for each level of defence.

FIG. 6. Objectives to be achieved and barriers to be protected for Level 1 of defence in depth.
FIG. 7. Objectives to be achieved and barriers to be protected for Level 2 of defence in depth.

FIG. 8. Objectives to be achieved and barriers to be protected for Level 3 of defence in depth (RCS, reactor coolant system).
Level of defence: Level 4 of defence

Objectives:
Control of severe plant conditions, including prevention of accident progression and mitigation of the consequences of severe accidents (preserving the integrity of the containment)

Safety functions:
All FSFs/relevant SFs might be affected

FIG. 9. Objectives to be achieved and barriers to be protected for Level 4 of defence in depth.

Level of defence: Level 5 of Defence

Objectives:
Mitigation of radiological consequences of significant releases of radioactive materials

Safety functions:
SF(21) might be affected: To limit the effects of releases of radioactive materials on the public and environment

FIG. 10. Objectives to be achieved and barriers to be protected for Level 5 of defence in depth.
This Appendix goes on to provide a full set of objective trees (shown in Figs 11–78) for the purpose of practical screening of the defence in depth capabilities of plants. In each of the captions to the objective trees the levels of defence are indicated to which the provisions contribute to fulfilling the objectives. Next in the caption the corresponding safety principle(s) is given as a commonly shared safety concept(s), stating how the safety objectives at relevant levels of defence can be achieved. Each objective tree itself starts with an indication of the FSFs/SFs to be performed in order to achieve the objectives for the given safety principle(s); it is then followed by the challenges which might have an impact on the performance of SFs and the mechanisms leading to individual challenges, and finally a list of the provisions to be implemented to avoid occurrence of the mechanisms. In some objective trees, second order (more detailed) provisions are indicated by text without boxes (e.g. Fig. 15).

To keep the size of some of the objective trees within reasonable limits, their presentations for different SFs at the same level of defence are given on more than one page, e.g. SP (200) for Levels of defence 3 and 4, which are presented separately for SF (2) and SF (3) in Figs 33 and 34, respectively.
FIG. 14. Objective tree for Levels 3 and 4 of defence in depth (MCR, main control room).

Safety principle (138): radiological impact on the public and the local environment.
Support systems for UHS not properly designed

SF(7) affected: To remove residual heat in operational states and accidents with RCPB intact

SF(8) affected: To remove heat from the core after a failure of the RCPB to limit fuel damage

SF(6) affected: To transfer heat from other safety systems to the ultimate heat sink

Challenges:

Mechanisms:

Provisions:

Safety functions:

Long term ultimate heat sink (UHS) not adequate

Heat transport systems (HTS) vulnerable

Challenges:

Body of water (sea, river, lake, etc.) lost due to external hazards

Atmospheric UHS not designed to withstand extreme events

Heat transport systems (HTS) not reliable

Evaporation of water process in UHS impacted

Raising of the temperature process of UHS impacted

Support systems for UHS not properly designed

Analysis of all site-relevant extreme events for design

External hazards properly addressed in UHS design

HTSs designed according to the importance of their contribution to HT

Proper design of the HTS

Extended capabilities for heat transfer in case of severe accidents

Proven components

Rates within limits

Pressure limits

Redundancy

Interconnection

Diversity

Isolation

Physical separation

Rates within limits

Pressure limits

Interconnection and isolation capabilities

Leak detection

Power and fluid supply

LOOP

Redundancy

Diversity

Independence

Safety margins

Design precautions for external hazards

Venting

Additional water for spray system

FIG. 15. Objective tree for Levels 1–4 of defence in depth (RCS, reactor coolant system; LOOP, loss of off-site power; UHS, ultimate heat sink). Safety principle (142): ultimate heat sink provisions.
All FSFs affected:
controlling reactivity,
cooling fuel,
confining radioactive material

Degraded functional capability
of items important to safety
due to weaknesses introduced
during design management

Lack of coordination among
groups involved in the design
Lack of qualified
design personnel
Lack of quality assurance (QA)
programme for design
Lack of configuration
totaltrol

Design is under authority
of a highly qualified
engineering manager

Establish a group with
responsibility for ensuring
that all safety requirements
are fulfilled

Adequate number
of qualified personnel for
each design activity

Adequate training
for design personnel

Safety design basis is effectively recorded
at the start

Safety design basis is kept
up to date
when design changes occur

Design allows for
subsequent plant modification

FIG. 16. Objective tree for Levels 1–4 of defence in depth. Safety principle (150): design management.
All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material

Degraded functional capability of items important to safety

Mechanisms:
- Non-anticipated behaviour of the plant under normal or abnormal conditions
- Undetectable failures of items important to safety
- Non-anticipated failure modes of items important to safety
- Non-anticipated limitations on the performance of the engineered safety features
- Non-anticipated degradation of the barriers

Provisions:
- Use of technology proven in an equivalent previous application
- Preference given to equipment with predictable modes of failure
- Performance of deterministic and probabilistic safety analyses
- Use of technology proven in an equivalent previous application

Challenges:
- Design, manufacture and construction performed in compliance with applicable standards
- Regular in-service inspections
- Use of services of experienced and approved suppliers

Safety functions:

FIG. 17. Objective tree for Levels 1–4 of defence in depth. Safety principle (154): proven technology.
FIG. 18. Objective tree for Levels 1–4 of defence in depth (SSCs, structures, systems and components; PIE, postulated initiating event). Safety principle (138): general basis for design.
Neutronic and thermohydraulic parameters not maintained in operating ranges, leading to higher demands on safety systems. Reliability of safety systems impaired by their frequent actuation.

Safety functions:

SFs(1) – (3) affected

Challenges:

Incorrect operator action during manual operation
Trip set points and safety limits set up incorrectly
Automatic control insufficient

Mechanisms:

Minimization of manual operator actions
Definition of operating range of plant variables
Avoidance of frequent actuation of plant safety systems

Provisions:

Use of proper operating procedures
Safety limits set up based on conservative analysis
System to resolve deficiencies in automatic control expeditiously

SFs(1)–(3) affected

Neutronic and thermohydraulic parameters not maintained in operating ranges, leading to higher demands on safety systems

Reliability of safety systems impaired by their frequent actuation

Incorrect operator action during manual operation

Trip set points and safety limits set up incorrectly

Automatic control insufficient

Proper trip set points to actuate automatic action

Proper trip set points to actuate automatic action

Keeping automatic control system operational

FIG. 20. Objective tree for Level 2 of defence in depth. Safety principle (164): plant process control systems
Degraded performance of FSF due to inadequate response of automatic safety systems

All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material

Degraded performance of safety systems due to harsh operating environment

Safety systems fail due to failure of supporting system

Safety systems fail to react on demand

Safety systems became unavailable during previous operation

Inadequate performance of safety systems due to interference of process systems

Safety systems fail to react on demand

Systems design according to single failure criterion

Environmental qualification of equipment (see also SP (168))

Preference to fail-safe designed systems

Prevention of common-cause failures in safety systems (see also SP (177))

Implementation of conservative design for performance of safety systems

Reliable instrumentation and control

Reliable supporting electrical systems

Highly reliable/redundant initiation of safety systems

Indication of operating status of safety systems

Adequate response time

Mechanisms:

Provisions:

Stringent requirements to preclude bypassing safety systems

Limiting conditions for operation with unavailable safety systems

Training of operators to react in case of failures in safety systems

Training of operators to react in case of failures in safety systems

Limitation of conditions for operation with unavailable safety systems

Reliable instrumentation and control

Environmental qualification of equipment (see also SP (168))

Preference to fail-safe designed systems

Prevention of common-cause failures in safety systems (see also SP (177))

Implementation of conservative design for performance of safety systems

Safety systems

Degraded performance of safety systems due to failure of supporting system

Safety systems became unavailable during previous operation

Safety systems fail to react on demand

Safety systems fail due to failure of supporting system

Degraded performance of safety systems due to harsh operating environment

Inadequate performance of safety systems due to interference of process systems

Safety functions:

All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material

Safety systems fail when required to perform their function due to low reliability

Safety system reliability not commensurate with the importance to safety

Vulnerability of safety systems to common cause failures

Insufficient reliability of supporting systems

Set up reliability targets based on a detailed probability analysis for safety systems

Reliability analysis for safety systems and functions

Specification of conditions for consistent testing with reliability targets

Installation of systems preferably testable in service

Install additional equipment as necessary to reach the reliability target

See provisions for SP (177): Dependent failures

Ensuring easy and frequent inspections

Ensuring access to safety equipment throughout plant lifetime

Ensuring in-service inspection to monitor material degradation

Periodic tests to confirm functional capability

Monitoring of operational status of safety systems

Automatic self-testing capabilities

FIG. 22. Objective tree for Level 3 of defence in depth. Safety principle (174): reliability targets.
Safety functions

- All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material

Challenges

- Safety systems fail when performing their functions due to common-cause failure vulnerabilities

Mechanisms

- CCF due to internal events (loss of power, lack of fuel for DGs, etc.)
- CCF due to system errors in design, construction, operation, maintenance, tests
- CCF due to events originated in other units on the same site
- CCF due to fires and internal explosions
- CCF due to earth-quake
- CCF due to human made hazards (aircraft crashes, gas clouds, explosions)
- CCF due to external events (high winds, floods, extreme meteorological cond.)

Provisions:

- Independent, redundant systems linked with diversity
- QA programme implemented in all phases of plant lifetime
- Safety shutdown and cooling of one reactor with severe accident on another
- Redundant systems located in different compartments
- Margin incorporated in design to cope with ageing and wear-out
- Crucial equipment qualified for environmental conditions
- External events considered as initiators for external hazards (fires, floods, etc.)
- Avoidance of over-pressurization of one system from another interconnected system
- Organization of relevant training of plant personnel

All FSFs affected: controlling power, cooling fuel, confining radioactive material.

Safety components and systems not qualified to function under accident conditions.

Required reliability not maintained throughout plant lifetime.

Ability of plant to withstand environmental conditions affected by ageing.

Common cause failure effects of ageing to be addressed in design.

All accident conditions not properly addressed in design.

Equipment qualification not verified by testing.

Testing of prototype equipment.

Consideration of ageing on plant’s capacity to withstand environmental effects of accidents in design.

Specification of environmental conditions for DBAs.

Equipment qualification not verified by testing.

Specification of environmental conditions.

Specification of process conditions.

Specification of duty cycles.

Specification of maintenance schedules.

Specification of service lifetime.

Specification of type testing schedules.

Specification of replacement parts.

Specification of replacement intervals.

Etc.

Analysis and testing where prototype testing not practical.

Consideration of external event conditions in design.

Specification of external event conditions in design.

Consideration of SA conditions in design of future plants.

Specification of environmental conditions for DBEs.

Temperatures

Pressure

Radiation

Vibration

Humidity

Jet impingement

Etc.

Earthquakes

Extreme weather conditions

FIG. 26. Objective tree for Level 1 of defence in depth. Safety principle (188): radiation protection in design (see also SP (292)).
FIG. 27. Objective tree for Level 1 of defence in depth. Safety principle (192): protection against power transient accidents.
FIG. 29. Objective tree for Level 3 of defence in depth. Safety principle (192): protection against power transient accidents.
Delayed or incomplete control rod insertion due to core distortion by mechanical effects

Prevention of effective core cooling due to core distortion by mechanical effects

Fuel cladding failure due to mechanical damage

Excessive axial forces induced by internal loads (spring)

Dynamic forces induced by earthquakes

Thermal, mechanical and radiation effects including fretting and wear during operational regimes

Fuel rod vibrations induced by thermohydraulic effects

Fuel damaged by loose parts

Excessive axial forces induced by material growth

Safety functions:

Challenges:

Mechanisms:

Provisions:

Reactivity insertion due to core distortion by mechanical effects

Delayed or incomplete control rod insertion due to core distortion by mechanical effects

Prevention of effective core cooling due to core distortion by mechanical effects

Fuel cladding failure due to mechanical damage

Thermal, mechanical and radiation effects, incl. fretting and wear during operational regimes

Fuel rod vibrations induced by thermohydraulic effects

Fuel damaged by loose parts

Excessive axial forces induced by material growth

In-core monitoring of neutron flux shaping and radioactivity in RCS in operational regimes

Fuel rod vibration monitoring through noise analysis

Monitoring of radioactivity level in RCS during operational regimes

Adequate design margin for the fuel to withstand neutron irradiation

Conservative limit for maximum fuel burnup

Experimental verification of fuel design for intended performance

Reactivity insertion due to core distortion by mechanical effects

Delayed or incomplete control rod insertion due to core distortion by mechanical effects

Prevention of effective core cooling due to core distortion by mechanical effects

Fuel cladding failure due to mechanical damage

Analysis/experiments to verify core stability under DBA dynamic forces

Special QA measures in design and manufacture of fuel

Restraints to avoid abrupt changes in core geometry

Analysis of potential safety impact of restraints

Design of core internals with sufficient safety margins

FIG. 33. Objective tree for Levels 3 and 4 of defence in depth (RCS, reactor core coolant). Safety principle (200): automatic shutdown systems, see also SF (2).
FIG. 34. Objective tree for Levels 3 and 4 of defence in depth (ATWS, advanced transient without scram; SFC, single failure criterion). Safety principle (200): automatic shutdown systems, see also SF (3).
Limited presence of personnel in sensitive areas to prevent human induced events

Evaluation of limitation and/or upgrade of availability of instrumentation/measurement in non-power regimes

Special attention devoted to fuel handling operations

Development of validated EOPs applicable for startup, shutdown and low power regimes

Administrative control to ensure that work is done consistent with relevant requirements

Development of validated SAGs applicable for startup, shutdown and low power regimes

Higher likelihood of human induced events

Reduced coolant inventory, unusual reactivity feedback and other changed plant operational parameters

Degraded barriers against release of radioactivity (open RCS, open containment)

Limited availability of various components/systems due to maintenance/replace ment

Increased plant vulnerability due to higher likelihood of events

Degraded capability to cope with accidents in non-power modes

Limited availability of various components/systems due to maintenance/replace ment

Degraded capability to cope with accidents in non-power modes

Higher likelihood of human induced events

Safety functions:

Challenges:

Mechanisms:

Provisions:

Safety principle (205): startup, shutdown and low power operation.

Safety functions:

Challenges:

Mechanisms:

Provisions:

FIG. 37. Objective tree for Levels 1–4 of defence in depth (RCS, reactor coolant system; SAG, severe accident guideline). Safety principle (205): startup, shutdown and low power operation.
FIG. 38. Objective tree for Level 3 of defence in depth (ECCS, emergency core cooling system, EFWS, emergency feedwater system). Safety principle (207): emergency heat removal.
FIG. 40. Objective tree for Level 1 of defence in depth (RCS, reactor coolant system; QA, quality assurance). Safety principle (209): reactor coolant system integrity.
FIG. 41. Objective tree for Level 2 of defence in depth (NDT, non-destructive testing; LBB, leak before break; RPV, reactor pressure vessel; RCS, reactor coolant system). Safety principle (209): reactor coolant system integrity.
FIG. 42. Objective tree for Level 3 of defence in depth (RCS, reactor coolant system; LOCA, loss of coolant accident; ISI, in-service inspection; PRISE, primary to secondary leakage; FP, fission product). Safety principle (217); confinement of radioactive material (see also SF (12)).
Analysis and implementation of adequate operating procedures

Prevention of reactivity induced accidents

Reliability of residual heat removal system

Maintenance, testing, inspection of relevant systems important for safety

Prevention of dropping of fuel in transit

Prevention of unacceptable handling stresses of fuel elements

Control of water level and leak detection in the fuel pool

Chemistry and radiactivity monitoring

Installation of ventilation/filtration systems

Radioactivity release during accidents in spent fuel pools

Damage of fuel assembly by overheating

Analysis and implementation of adequate operating procedures

Prevention of heavy load drop on fuel assemblies

Reliability of residual heat removal system

Maintenance, testing, inspection of relevant systems important for safety

Prevention of dropping of fuel in transit

Prevention of unacceptable handling stresses of fuel elements

Control of water level and leak detection in the fuel pool

Chemistry and radiactivity monitoring

Installation of ventilation/filtration systems

Radioactivity release due to accidents in radioactive treatment systems

Uncontrolled release of radioactive liquid into environment

Amount and concentration of radioactive material within prescribed limits

Installation of ventilation and filtration system to control releases of gaseous radwaste

Testing of efficiency of filter systems

Radioactivity monitoring

Adequate operating procedures

Radioactivity release during spent fuel transport

Uncontrolled release of radioactive liquid into environment

Amount and concentration of radioactive material within prescribed limits

Installation of ventilation and filtration system to control releases of gaseous radwaste

Testing of efficiency of filter systems

Radioactivity monitoring

Adequate operating procedures

Radioactivity release during dry spent fuel storage

Damage of fuel storage container

Reliable residual heat removal from the container

Adequate operating procedures

Radioactivity monitoring

Installation of ventilation/filtration systems

Countermeasures against dissemination of radioactivity in accidents

FIG. 43. Objective tree for Level 3 of defence in depth. Safety principle (217): confinement of radioactive material (see also SF (13)).
FIG. 44. Objective tree for Level 4 of defence in depth (RCS, reactor coolant system; RPV, reactor pressure vessel; MCCI, molten corium–concrete interaction; PRISE, primary to secondary leakage; LOCA, loss of coolant accident; SG, steam generator). Safety principle (217): confinement of radioactive material.
FIG. 45. Objective tree for Level 3 of defence in depth (RCS, reactor coolant system). Safety principle: protection of confinement structure (221).
<table>
<thead>
<tr>
<th>Mechanisms</th>
<th>Provisions</th>
<th>Safety functions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Steam generation</td>
<td>Installation of vacuum</td>
<td>SF(20) affected to maintain integrity of the containment</td>
</tr>
<tr>
<td></td>
<td>breakers</td>
<td>Safety principle (221): protection of confinement structure.</td>
</tr>
<tr>
<td>Direct containment heating</td>
<td>Installation of sump cooling equipment</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Installation of sump cooling equipment</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**FIG. 46.** Objective tree for Level 4 of defence in depth (HPME, high pressure melt ejection; RCS, reactor coolant system).
FIG. 47. Objective tree for Levels 1 and 2 of defence in depth (NO, normal operation; MCR, main control room). Safety principle (227): monitoring of plant safety status.
FIG. 48. Objective tree for Levels 3 and 4 of defence in depth (MCR, main control room; ECR, emergency control room). Safety principle (227): monitoring of plant safety status.
Degradation of operators’ control capabilities

All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material and SF (15) in particular

FIG. 49. Objective tree for Levels 1–4 of defence in depth (MCR, main control room; I&C, information and control). Safety principle: preservation of control capability (230).
Determination of time period that plant is able to withstand without loss of safety functions.

Safety functions:
- All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material.

Challenges:
- Safety systems or equipment failure due to station blackout.

Mechanisms:
- Simultaneous loss of on-site and off-site AC power.

Provisions:
- Analysis of the risk (CDF) in case of station blackout.
- Analysis of nuclear power plant vulnerability to station blackout.
- Analysis of safety functions affected during station blackout.
- Establishment of diverse power supply sources: diesels, turbines and batteries.
- Ensurance of high reliability of normal and emergency power supplies.
- Installation of additional power sources: hydro, gas and grid as needed based on analyses.
- Determination of time period that plant is able to withstand without loss of safety functions.

FIG. 50. Objective tree for Levels 3 and 4 of defence in depth (CDF, core damage frequency). Safety principle: station blackout (233).
FIG. 51. Objective tree for Level 3 of defence in depth (PIE, postulated initiating event). Safety principle (237): control of accidents within the design basis.
FIG. 52. Objective tree for Levels 1 and 2 of defence in depth (RCS, reactor coolant system). Safety principle (240): new and spent fuel storage.
FIG. 53. Objective tree for Level 1 of defence in depth. Safety principle (242): physical protection of plant.
FIG. 54. Objective tree for Level 2 of defence in depth. Safety principle (242): physical protection of plant.
All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material

Inadequate plant safety performance due to deficient verification of design by safety evaluation

Mechanisms:
- Safety issues not adequately addressed by designer
- Independent safety assessment by utility lacking or delayed
- Regulatory safety assessment lacking or delayed

Provisions:
- Regular contacts between designer and utility during design phase
- Definition of check points for reviewing final design and adequacy of safety related items
- Co-ordinated safety assessment of design, manufacture and construction
- Specification of outstanding issues to be resolved during construction

Independent safety assessment by utility lacking or delayed
- Preliminary safety analysis report submitted to regulator in due time
- Regular contacts with regulator to use feedback in design

FIG. 55. Objective tree for Levels 1–4 of defence in depth. Safety principle (246): safety evaluation of design.
Safety functions:

Challenges:

Mechanisms:

All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material

Degraded functional capability of items important to safety due to limitations in quality achieved during manufacture or construction

Provisions:

Inadequate specification for manufacture or construction of items important to safety

Unqualified suppliers for items important to safety

Lack of compliance with specified QA requirements by manufacturers or constructors

Lack of utilities review or audit of manufacturers and contractors practices and documents

Codes and standards containing acceptance criteria for nuclear industry

Safety classification of plant components and systems

Formal process for selection of qualified staff

Selection of manufacturer based on demonstration of their capability to meet special requirements

Procedures for control of processes and documents

Procedures for identification and control of materials/components

Utility arrangements for review and audit

Competent unit responsible for quality of equipment and plant supplied

Detailed specification for processes and products

Maintenance of records on qualification and training of staff

Review and audit of practices and documentation of manufacturers/constructors

Procedures for setting of inspections, test schedules and hold points

Procedures for maintenance of records

Arrangements for manufacture, construction and staff training

Inclusion of contractor into QA programme of operating organization

Independent certification of competence of suppliers of important safety related equipment

Regulatory review performed of important safety related items

Adequate methods of testing and prompt corrective actions

Satisfactory working conditions for staff

Selection of organization acting on behalf of operator in quality matters

External organizations contracted for review and audit

FIG. 56. Objective tree for Levels 1–4 of defence in depth. Safety principle (249): achievement of quality.
Degraded plant performance due to as-built safety related and radiation protection items not complying with design intent.

No comprehensive commissioning programme.

Non-effective independent regulatory review of commissioning programme and its results.

Checks and tests of functional requirements not properly performed during commissioning.

Detected weaknesses not properly corrected.

Commissioning programme established to demonstrate compliance of the plant with the design intent.

Operating organization verifies by analysis and testing that plant operation continues in line with OLC, safety requirements and analysis.

Review of results used by the designer to improve future plants.

Progressive testing; hold points ensuring adequate results before resumption of systems tests.

Performance of tests in combination under as realistic conditions as possible.

Referral of variations from the design intent found by tests to the operating organization.

All FSFs affected:
- Controlling reactivity,
- Cooling fuel,
- Confining radioactive material.

Mechanisms:

- No comprehensive commissioning programme
- Non-effective independent regulatory review of commissioning programme and its results
- Checks and tests of functional requirements not properly performed during commissioning
- Detected weaknesses not properly corrected

Challenges:

- Degraded plant performance due to as-built safety related and radiation protection items not complying with design intent.

Provisions:

- The programme and its results subject to surveillance and review by the regulator.
- Systematic safety reassessment performed throughout plant operational lifetime.

FIG. 57. Objective tree for Levels 1–3 of defence in depth. Safety principle (255): verification of design and construction.
FIG. 58. Objective tree for Level 4 of defence in depth. Safety principle (255): verification of design and construction.
All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material

Functional test procedures for safety related equipment not validated

Use of design and safety report data for validation of functional test procedures for equipment related to safety

Use of simulator for staff preparation, training and plant familiarization

Involvement of plant operational staff in commissioning at an early stage

Use of commissioning phase to check methods to be used in functional testing of equipment related to safety

Use of commissioning phase for testing and updating of procedures for normal operation

Procedures for normal plant operation not validated

Functional capability of safety related equipment compromised by deficient functional test procedures

Operator action compromised by deficient operating procedures

Safety functions:

- All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material

Challenges:

- Undetected degradation of functional performance of items important to safety (particularly barriers) due to lack of baseline data
- No pre-service baseline data for RCS pressure boundary
- Inadequate baseline data for systems or components
- Inadequate baseline data for systems or components

Mechanisms:

- Collection of baseline data during commissioning and early operation
- Pre-service inspection and tests of RPV
- Pre-service inspection and tests of RPB
- Surveillance programme for detection of component degradation
- Collection and retention of baseline data on systems and components
- Diagnostic system for trend analysis including required data

Provisions:

- FIG. 60. Objective tree for Levels 1-4 of defence in depth (RCS, reactor coolant system; RPV, reactor pressure vessel; RPB, reactor pressure boundary). Safety principle (260): collection of baseline data.
Safety functions:

- All FSFs affected: controlling reactivity; cooling fuel, confining radioactive material

Challenges:

- Degraded plant safety performance caused by as-built process and safety systems being not compliant with design intent

Mechanisms:

- Systems not adequately tested and adjusted during commissioning
- Results of commissioning tests for process and safety systems not utilized properly

Provisions:

- Commissioning programme to determine as-built characteristics
- Documenting of commissioning tests
- Operational limits and conditions modified to comply with as-built systems
- Safety analysis modified to performance of as-built systems
- Systems performance tested and adjusted to design values and safety analyses with margin
- Performance of as-built systems determined and well documented
- Plant simulator modified to comply with as-built systems
- Operating procedures modified to performance of as-built systems
- Prevention of transition to the next commissioning test before implementation of measures
- Operator training modified to comply with as-built systems

*FIG. 61. Objective tree for Levels 1–4 of defence in depth. Safety principle (262): pre-operational adjustment of plant.*
FIG. 63. Objective tree for Levels 1–4 of defence in depth. Safety principle (269): safety review procedures.
FIG. 64. Objective tree for Level 1 of defence in depth. Safety principle (272): conduct of operations.
FIG. 65. Objective tree for Levels 1–3 of defence in depth (TH, thermohydraulic). Safety principle (278): training (see also SP (323)).
FIG. 66. Objective tree for Levels 1–3 of defence in depth (OLC, operational limits and conditions). Safety principle (284): operational limits and conditions.
FIG. 67. Objective tree for Level 1 of defence in depth (QA, quality assurance). Safety principle (288): normal operating procedures
FIG. 68. Objective tree for Levels 2–4 of defence in depth. Safety principle (290): emergency operating procedures.
Safety functions:

- SF(12) affected: to limit radioactive releases from the containment under accident conditions
- SF(15) affected: to maintain control of environmental conditions within the plant

Challenges:

- Radiation exposure above prescribed limits due to ineffective radiation protection measures

Mechanisms:

- Inadequate radiation protection procedures (see SP (188))
- Radiation protection measures not provided by specialized staff
- Lack of authority of radiation protection staff
- Lack of special equipment for critical in-plant activities

Provisions:

- Radiation protection programme established at the plant
- Clear procedures on radiation protection
- Sufficiently educated and trained staff available at the plant
- Direct reporting of radiation protection staff to plant manager

- Measurement of radioactivity level in key areas
- Personnel dose monitoring and records
- Staffing provided for each radiation protection task
- Easy access of radiation protection staff to plant manager

- Monitoring of radioactive effluents from plant
- Monitoring of cleanup of contamination
- Responsibilities in emergencies established
- Special technical means to prevent unauthorized access to radiation areas

- Monitoring of waste preparation for storage
- Motivation of workers to control their doses
- Training of workers to use special equipment

**FIG. 69.** Objective tree for Levels 1–4 of defence in depth. Safety principle (292): radiation protection procedures.
FIG. 70. Objective tree for Levels 1–4 of defence in depth (NPP, nuclear power plant). Safety principle (296): engineering and technical support of operations.
FIG. 72. Objective tree for Levels 1–4 of defence in depth (QA, quality assurance). Safety principle (305): maintenance, testing and inspection.
Safety functions:

- All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material

Challenges:

- Degraded functional capability of items important to safety due to lack of compliance with applicable QA requirements in operation

Mechanisms:

- Inadequate set of quality requirements in operation
- Unqualified operating staff for QA area
- Deficient operating organization management
- Lack of quality control and verification

Provisions:

- Classification of items and activities
- Selection and training of staff for QA duties
- Good management and organizational arrangements
- Implementation of quality control procedures
- Quality commensurate with importance to safety
- Appropriate adaptation to national cultural and technical norms
- Control and verification of quality
- Comprehensive quality assurance programme
- Definition of hierarchy of procedures
- Maintenance of documents and records
- Independence of quality assurance staff

FIG. 73. Objective tree for Levels 1–4 of defence in depth (QA, quality assurance). Safety principle (312): quality assurance in operation.
Safety functions:

- All FSFs affected: controlling reactivity, cooling fuel, confining radioactive material.

Challenges:

- Inadequate accident management strategies.

Mechanisms:

- Incomplete review of plant design capabilities applicable for AMP.
- Underspecification of external needs for AMP.
- Objectives of strategies not specified adequately.
- Strategies formally inadequate.

Provisions:

- Identification of equipment required to operate outside its design range.
- Determination of performance of equipment outside design range.
- Evaluation of effects of equipment and system failure.
- List made of equipment able to accomplish functions under AM conditions.
- Identification of alternative equipment to perform functions required for AM.
- List made of possible design modifications to accomplish AM requirements.
- BDIA analyses performed and objectives and criteria set up.
- Proper strategies set up for:
  - Subcriticality
  - Core cooling
  - RCS integrity
  - Containment integrity
  - Mitigation of radioactivity release.

Objectives of strategies:

- Decision taken about prevention or mitigation strategy for AMP.
- Development of list of strategies for AM.
- Definition of entry and exit conditions for AM actions.
- Definition of diagnostic means and tools.
- Validation of strategies by relevant analyses.
- Arrangement of strategy in the flowchart format.
- Independent review of AMP.

FIG. 74. Objective tree for Level 4 of defence in depth (AMP, accident management programme; AM, accident management; RCS, reactor coolant system). Safety principle (318): strategy for accident management.
<table>
<thead>
<tr>
<th>Safety functions:</th>
<th>Challenges:</th>
<th>Mechanisms:</th>
<th>Provisions:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Lack of personnel for accident management</td>
<td>Inadequate response of AM personnel due to lack of AM procedures</td>
<td>Personnel assignment not effective for BDBAs</td>
<td>Arrangement for regular retraining and testing of personnel</td>
</tr>
<tr>
<td></td>
<td>Inadequate response of AM personnel due to lack of AM training</td>
<td>Inadequate response of AM personnel due to lack of AM training</td>
<td>Involvement of emergency staff in functional tests of equipment</td>
</tr>
<tr>
<td></td>
<td>Performance of training for AM inadequate</td>
<td>Performance of training for AM inadequate</td>
<td>Inclusion of relevant operating events into training</td>
</tr>
</tbody>
</table>

**FIG. 75.** Objective tree for Level 4 of defence in depth (AM, accident management; AMP, accident management programme; SAG, severe accident guidelines; NPP, nuclear power plant). Safety principle (323): training and procedures for accident management.
FIG. 76. Objective tree for Level 4 of defence in depth (AM, accident management; NPP, nuclear power plant). Safety principle (326): engineered features for accident management.
FIG. 77. Objective tree for Level 4 of defence in depth (AM, accident management). Safety principles: emergency plans (333), emergency response facilities (336).
Investigation of site characteristics from standpoint of emergency analysis.

Radioactivity transport via vegetation, air, animals & water.

Site characteristics unfavourable for emergency planning (dissemination of rad.).

On-site emergency plan.

Off-site emergency plan consistent with on-site plan.

Emergency zone in accord with site characteristics.

Regulatory review/ approval of emergency plans.

Periodic revision and updating of emergency plans.

Missing or inadequate emergency plans.

No adequate off-site public protection measures.

Communication lines between on-site and off-site centres and/or plant.

Mobile radiological monitoring network.

Adequate hardware with reliable power supply.

Technical competence of centre staff.

Criteria for graded response-notification, sheltering, prophylaxis, evacuation.

Technical competence of authorities/advisors.

Emergency response facilities.

Assessment methods/software, computational tools.

Emergency response not performed as intended.

Inadequate off-site response to emergencies.

Availability of protective equipment.

Availability of radioprotection prophylaxis.

Medical care in emergencies.

Evacuation means.

Control of ingress/ egress.

Decontamination means for emergency use.

Food and water supply in emergencies.

Engineering and technical support.

FIG. 78. Objective tree for Level 5 of defence in depth. Safety principles: radiological impact on the public and the local environment (138), feasibility of emergency plans (140), organization responsibilities and staffing (265), engineering and technical support of operations (296), emergency plans (333), emergency response facilities (336), assessment of accident consequences and radiological monitoring (339).
Appendix III

SCREENING OF DEFENCE IN DEPTH CAPABILITIES OF WWER 440/V213 REACTORS

The following partial test application was performed and provided by the Bohunice plant, Slovakia; it has not been reviewed by the IAEA.

III.1. OBJECTIVES OF THE REVIEW

A test application of the screening method has been performed by the staff of the Bohunice plant within the framework of the preparation of the safety upgrading programme for the V-2 plants. The Bohunice V-2 plant consists of two units equipped with WWER 440/V213 reactors. The units were commissioned in 1984 and 1985, respectively. A comprehensive description of the plant and its specific design features can be found in Ref. [7].

Since commissioning, the V-2 plants have been in stable routine operation. The operational record of the units is good. An upgrading programme for the plant has recently been developed. The safety concept (basic engineering) of the programme was at the time of the test application ready for regulatory review. The key features of the upgrading programme are:

(a) A safety upgrading based mostly on Ref. [8] was planned.
(b) Replacement of equipment for which no spare parts are available was planned.
(c) A power uprating of up to 107% of nominal power was considered.
(d) An extension of operational lifetime of up to 40 years was planned.

As the plant was in a preparatory phase for the upgrading programme, both the present status and some planned upgrading measures were considered in the review. An important objective was to verify that the upgrading programme covers all the safety issues identified.

III.2. SCOPE OF THE REVIEW

The scope of the review was limited to several selected safety principles related to Levels 3 and 4 of defence in the areas of siting and design, namely to the safety principles as follows:
— SP (142), ultimate heat sink provisions;
— SP (150), design management;
— SP (154), proven technology;
— SP (158), general basis for design;
— SP (168), automatic safety systems.

The plant Safety Analysis Report, updated in 1996, the operational documentation and the operational feedback database were used as background documents for the review. In addition, the results of a PSA Level 1 study developed for full power, low power and shutdown operational regimes were available for the review, as well as specific analyses of internal flooding and fires. Plant design documentation was also used to an appropriate extent. However, it should be emphasized that due to the limited scope and time available for the review, the objectives of the screening were more related to verification of the applicability of the approach than to evaluation of the safety status of the plant. Therefore, this section cannot be considered as a formal safety review of the plant.

III.3. COURSE OF THE REVIEW

As described in Sections 3 and 4 of the present publication, a bottom up approach was used for screening. Screening for each safety principle started from the bottom of the relevant objective tree. Implementation of provisions aimed at avoiding the occurrence of related mechanisms was evaluated as a first step. In a second step, conclusions were derived for all mechanisms based on the level of implementation of the provisions. Finally, during the third step, conclusions were formulated regarding sufficient prevention of challenges.

As stated above, the review was performed for five selected safety principles. However, with the aim of limiting the scope of the present report, only the review for SP (168) will be presented below as an example. The objective of this example is to illustrate the way and level of detail used for evaluation of the individual provisions.
III.4. EXAMPLE OF REVIEW FOR SAFETY PRINCIPLE (168) – AUTOMATIC SAFETY SYSTEMS

III.4.1. Review of provisions

III.4.1.1. Indication of operating status of safety systems

The operating status of safety systems is indicated in the main control room (MCR). The status of information and control (I&C) systems, in particular of the reactor trip system (RTS) and the emergency safety features actuation system (ESFAS), is indicated satisfactorily (several improvements have been implemented) given the technology used at the time of the construction of the plant. The status of all permissions disabling activation of the system is indicated, and an alarm on activation of one out of three measuring channels is provided. Loss of power supply to some parts of the system is indicated. Secondary devices (indicators and set point generators) have been improved to detect several kinds of failure. The alarm is activated on the front panel of the devices. The I&C shift foreman periodically checks the alarm status in the I&C compartments. Indication of the operating status in sufficient detail is included in the specification for the new reactor protection system (RPS), which will be installed as a part of the upgrading programme.

The status of electrical systems is also indicated satisfactorily except for the position of breakers. They can be set in a test position in which the component (pump) is not able to fulfil its SF. However, this position is not indicated in the MCR. That is why the test procedures are written in a very detailed way, ensuring that the component breaker remains in the operating position after the test. Independent checking of the status of the breakers is done in busbar cabinets during operation. Correction of this deficiency is included in the upgrading programme.

The status of the mechanical parts of the systems is indicated by means of valve positions and the indications of several other variables. The positions of manual valves are not detected and indicated. That is why periodic surveillance procedures are written in a detailed way that ensures proper valve (including manual) alignment after the test to ensure operability of the system. Independent and regular checking of valve positions, especially of manual valves, is done during operation.

III.4.1.2. Automatic self-testing of safety systems

A self-testing capability of the safety I&C equipment already existed in the original design. It is achieved by means of comparison of the prescribed status and the values obtained by measuring channels. Should the deviation
between the channels exceed a preset value, the alarm is activated in the MCR. However, some failures within the system could remain undetected. That is why the specifications for limits and conditions of the plant give time intervals for testing the operability of the systems. Detailed procedures are developed to test the systems and to detect any failure causing loss of an SF of the system. The PSA study of the systems showed that the existing combination of self-testing capability and periodic testing performed by the operators ensures sufficient reliability of the system.

Within the framework of the safety upgrading programme, replacement of safety I&C equipment (RTS and ESFAS) is being prepared. New up to date technology is assumed for implementation. The self-testing capability is one of the key features of the design of the new system.

A new self-testing capability is also being prepared for battery status evaluation, to detect a failure which could cause a battery to be unable to fulfil its design SF. This will be implemented within the upgrading programme.

**III.4.1.3. Stringent requirements to preclude bypassing of safety systems**

The only bypassing possibility exists in protection systems of the normal operation components. No bypassing capability exists in the design of the safety I&C systems. For the testing of the diesel generator loading sequencer the bypassing capability was implemented. It allows an automatic startup of the containment spray system pump during the test. A procedure and independent checking are used to control bypassing. In case of an omission, the bypass can cause early or spurious actuation of the pump, but successful startup of the pump cannot be endangered. However, the need for a reset capability for some ESFAS signals was identified in the course of development of the symptom based EOPs. This capability will be implemented in the new ESFAS.

A bypassing capability within the mechanical systems exists only for pilot valves of the pressurizer safety valves. Keys are used to block the pilot valve during the test or for isolation of a leaking valve. The usage of the keys is controlled by the test procedure and by the containment access administrative procedure.

**III.4.1.4. Limiting conditions for operation with unavailable safety systems**

Limits and conditions are developed according to NUREG-0452 (Rev. 3) [9] and to satisfy the requirements given in IAEA Safety Series No. 50-SG-O7\(^{11}\).

\(^{11}\) INTERNATIONAL ATOMIC ENERGY AGENCY, Maintenance of Nuclear Power Plants, Safety Series No. 50-SG-O7 (Rev. 1), IAEA, Vienna (1990).
Operability of the safety systems in specified operational modes is accordingly required. Operator actions are prescribed for operation when safety systems are unavailable. The time to accomplish the actions is specified. Allowed outage time for operation with an unavailable safety system is specified. The allowed outage time is specified on the basis of engineering judgement and taking into account the safety implications and ability to repair the unavailable component. An evaluation of the allowed outage time recently performed on the basis of a PSA showed that the specified time is very conservative and could be extended without increasing the risk.

III.4.1.5. Highly reliable/redundant initiation of safety systems

The existing RTS includes four levels of initiating signal. However, only one of them, first order reactor scram (AZ I) signals, is designed to perform the trip function. Some postulated initiating events are detected by two parameters, some by one parameter and some by using only third order reactor scram (AZ III) channels. The selection of initiation criteria does not guarantee fulfilment of the acceptance criteria when the single failure criterion is assumed.

Regarding the new RTS, the requirement exists to detect every postulated initiating event by two parameters. If two parameters are not available, the only parameter should be processed by two diverse logics and diverse sensors should be used in redundant trains.

For ESFAS, redundant initiation is used whenever practical. Safety functions not activated by two parameters should be performed by diverse safety systems independently of ESFAS.

The reliability requirements are defined according to the recommendations in INSAG-12 [2]. The Slovak regulations recommend failure rate targets for the reactor trip system of <10⁻⁵ per demand and for the ESFAS system of <10⁻³ per demand.

III.4.1.6. Adequate response time

The response times for all types of measuring channel of existing RPS (RTS and ESFAS) were measured in experiments. The results were used in modelling of system behaviour for safety analyses. The response time of one of the channels gave unsatisfactory results. That is why the set point of a particular variable was adjusted to compensate for inadequate response time and to meet the safety criteria. The logics of a particular signal will be modified in the new design of the RPS.
The experience with the Bohunice V-1 (two older V230 units at the same site) upgrading programme shows that even damping and hysteresis of existing electromechanical devices should be carefully evaluated. Appropriate measures should be implemented into a new technology. All these aspects have been taken into account in the V-2 upgrading programme.

III.4.1.7. Consideration of failures of safety systems in emergency operating procedures

When entering EOPs, operators are required to perform immediate actions to ensure basic conditions for successful implementation of the procedures. Afterwards they check for the symptoms of emergency conditions. Should emergency conditions be diagnosed, automatic actions are verified. This means that the safety system performance is checked. Any deviation in safety system performance is corrected manually.

The symptom based EOPs are written in a two column format. The left hand column provides an operator action and an expected plant response to the action. The right hand column is called ‘Response Not Obtained’ (RNO). The RNO column is used for an operator contingency action in case of a failure of the left hand column action (the operator could not perform the prescribed action or the plant response to the operator action was not as expected). This is systematically done throughout the procedure. A best estimate approach is used in analyses to support EOPs. Design basis accidents and BDBAs are covered by EOPs up to the significant core damage level. Possible failures of safety, safety related, support and normal operation systems and items are considered. The validation process for EOPs also considers validation of RNO operator actions. Emergency operating procedures are subject to the comprehensive maintenance programme. This means that the plant experience gained in training, analyses (both deterministic and probabilistic) and research, as well as the overall industry experience, are incorporated into the procedures.

III.4.1.8. Training of operators to react in case of failures in safety systems

Training sessions are designed to train the operators in usage of both columns of the EOPs. Operators are trained to react in the case of a failure of the system designed to cope with the accident, i.e. they are trained to react in the case of failures in the safety systems.

An additional diverse way to respond to failures in the safety systems is now described. An independent person (shift supervisor or safety engineer) periodically monitors the critical safety function (CSF) status trees. In the case of failures in safety systems and/or operator failures, significant deviation of
status of CSFs is expected. This deviation should be detected and appropriate function restoration procedures should be implemented to bring the plant back into safe conditions. The operators are trained in usage of the function restoration procedures.

III.4.1.9. Reliable electrical and ventilation support systems

The electrical power supply systems of all the safety systems are classified as safety system support systems in the upgrading programme. This means that the qualification criteria (e.g. environmental and seismic) used for the support systems are the same as those used for the safety systems themselves. Obsolete equipment (e.g. batteries and rechargers) was replaced by new equipment. The battery discharge time was increased to two hours. The trains of the supporting electrical systems are separated from each other and from the normal operation systems. Limited interconnections are allowed to ensure high reliability of the safety systems or plant availability. Detailed criteria for this kind of interconnection are being developed for the upgrading programme. A PSA was done for the electrical power supply systems. The high reliability of the systems was confirmed. However, some deficiencies were identified in the power supply for the feedwater valves. To improve the capability of the system to perform the SF, the power supply was rearranged from another train than that used in the original design.

The pending issues to be covered by the upgrading programme are completion of seismic qualification and improvements in fire resistance related to correcting the deficiencies identified in the separation of the cables of the safety trains.

III.4.1.10. Reliable instrumentation and control

The I&C systems designed for actuation of all safety systems are classified as safety systems. This means that the qualification criteria (e.g. environmental and seismic) applicable to safety systems are used. The decision was taken for several reasons to replace the existing RPS (RTS and ESFAS) with a new one. The safety concept (basic engineering) is complete. Detailed analyses of all the logics of the existing system and of the experience gained in the course of the EOP development, PSA studies, periodic safety analyses and operational experience were used in the development of the new concept. A preliminary PSA was done for the new configuration of the system. The results are satisfactory.

The heating, ventilation and air conditioning (HVAC) systems are designed as the normal operation systems. They will be requalified to safety
system support systems. Safety related functions will be identified and measures to satisfy criteria will be implemented (seismic resistance and emergency power supply).

**III.4.1.11. Consideration of failures of support systems in emergency operating procedures**

After entering EOPs the operators are required to take immediate steps to ensure that the basic conditions exist for successful implementation of the procedures. Then they check for symptoms of emergency conditions. Should emergency conditions be diagnosed, automatic actions should be verified. This means that the performance of the safety systems is checked, including the performance of the support systems. Any deviation in the performance of the support systems for the safety system should be corrected.

**III.4.1.12. Training of operators to react in case of failures in support systems**

Scenarios for training sessions are designed to train the operators in the usage of both columns of the EOPs. Operators are trained to react in the case of a failure of the system designed to deal with the accident. Thus they are trained to react in the case of failures in safety system support systems.

An additional diverse way to respond to failures in the support systems is the following. An independent person (a shift supervisor or safety engineer) periodically monitors the critical safety function status trees. In the case of failures in the safety system support systems the safety system also fails, and a significant deviation of status of the CSFs is expected. This deviation should be detected and appropriate function restoration procedures should be implemented to bring the plant back into safe conditions. The operators are trained in the usage of the function restoration procedures.

**III.4.1.13. Environmental qualification of equipment**

The safety I&C systems located inside the containment were environmentally qualified (see also SP (182)) for large break, loss of coolant accident conditions according to the original design. However, formal documentation from this qualification was not available. The parts of the system located inside the I&C rooms but outside the containment were not environmentally qualified. The valves of the safety systems located inside the containment were also not fully qualified. The plant launched a wide environmental qualification programme. In the first step the items to be environmentally qualified were identified. Environmental criteria were set up
for every room containing items to be qualified. Each item was evaluated according to these criteria. There were several types of conclusion. If the environmental qualification criteria were fully met, the item was accepted for future operation. If the criteria were not met, the item had to be either replaced by a new one or upgraded to meet the criteria. This activity started prior to development of the upgrading programme and the results are used in the upgrading programme.

**III.4.1.14. Systems design according to the single failure criterion**

The RTS is designed with \((1 + 1) \times 100\%\) redundancy. There are three measuring channels within each redundancy for every parameter. A two out of three voting system is used to generate an output signal. Two parallel output relays are installed in every redundancy. Finally, there is a one out of two voting system of two redundancies. The system is designed to meet the single failure criterion. The only exception is the power supply system of control rod drives. There are four parallel lines with only one breaker in each of them.

The ESFAS system is designed with \((1 + 2) \times (1 + 1) \times 100\%\) redundancy. There are three measuring channels within each half-redundancy for every variable. A two out of three voting system is used to generate an output signal. Two parallel output relays are installed in every half-redundancy. Finally, there is a one out of two voting system of the two half-redundancies. Every redundancy is designed to actuate the safety features of a particular train in the safety systems. The system is designed to meet the single failure criterion.

The front line active safety systems are designed with \((1 + 2) \times 100\%\) redundancy (high pressure safety injection system, low pressure safety injection system and containment spray system). The support systems (ESFAS, electrical emergency power supply system and service water system) are designed in the same manner. The passive safety system (hydro-accumulators) is designed with \((2 + 2) \times 50\%\) redundancy. The secondary side active safety system (emergency feedwater system) and RTS are designed with \((1 + 1) \times 100\%\) redundancy. In general, the single failure criterion is applied in the design of safety systems. However, the understanding and application of the single failure criterion has developed over the years. The Nuclear Regulatory Authority of the Slovak Republic issued a document with guidelines on the application of the single failure criterion. There is a project to apply this document to the upgrading programme. If necessary, several questions need to be clarified and items of equipment modified (e.g. the power supply system for the control rod drives and the steam generator fast acting isolation valves).
III.4.1.15. Preference for fail-safe designed systems

The fail-safe design of the reactor protection system means that in the case of its failure the reactor is tripped; spurious actuation of the system trips the reactor and puts it into safe conditions.

An essential part of the existing reactor trip system has been designed as a fail-safe system. Special measures were implemented to ensure reactor trip in the case of a failure causing loss of reactor trip capability. Nevertheless, several types of failure remain undetected. They cause a loss of individual measuring channel capability to generate a trip signal. Information and control personnel frequently check and test the system to ensure its high reliability.

The fail-safe feature is also specified as a requirement for the new RPS system. The possibility of undetectable failures will be significantly reduced.

However, it is more complicated to specify a safe action or position of the actuator in the case of an ESFAS. The steam line fast acting isolation valve (FAIV) is normally open and its safe action is to close in order to isolate the affected steam generator. Spurious actuation (closure) of the valve is the initiating event for a loss of secondary heat sink SF of a particular steam generator. It is a specific feature of the WWER 440 reactor that this function is important even in cold shutdown conditions, because steam generators are used as a secondary residual heat removal system. The ESFAS system is designed to keep the actuators in their installed positions in the case of a loss of power supply. Individual spurious actuations of some actions of the ESFAS system can occur due to some failures within the system and consequently some initiating events can take place. However, overall complex actuation of ESFAS actions is not expected in the case of a loss of power supply. On the other hand, the ESFAS system is not able to fulfil its SF in the case of an emergency and the operator is obliged to shut down the unit manually within the specified time. Thus, the ESFAS system is designed as a fail-safe system to the extent possible. The issue of undetected failures within the RTS is also applicable to the ESFAS system. Several types of failure remain undetected. They can cause the loss of individual measuring channel capability to activate an output signal. Information and control personnel frequently check and test the system to ensure its high reliability.

The fail-safe design principle will be applied in the new system to the extent possible. The possibility for undetectable failures will be significantly reduced.
III.4.1.16. Prevention of common cause failures in safety systems

There are two redundancies in the reactor trip system (see also SP (177)). They are independent of each other, of other safety systems and of other plant systems. Power supply sources of redundancies are also independent, as are the HVAC systems of redundancies. Redundant systems are located in physically separated compartments. However, sensors are not qualified for harsh environments. The original seismic qualification is not sufficient for newly obtained seismic input data.

ESFAS systems are installed in three redundancies. They are independent of each other, of the reactor protection system and of other plant systems. The power supply sources and HVAC systems of redundancies are independent. Redundancies are located in physically separated compartments. However, sensors are not qualified for harsh environments. Seismic qualification is not sufficient for new seismic input data. Two out of three of the redundancies can be affected by the consequences of high energy line breaks.

Another issue related to common cause failures is related to the initiation of specific events (see also SP (154), Proven technology, ‘Revealed modes of failures’, and SP (158), General basis for design, ‘Development of list of DBAs’, to form the design basis). For example, there was an operational event during operation at full power with a failure of one output ESFAS relay, which initiated actions corresponding to the main steam header break and closed the FAIVs of all the steam generators. The safety valves of the steam generators ensured the secondary heat sink function and the integrity of the steam generators. The reactor was tripped due to the high rate of main steam header pressure drop. This event was not considered in the original safety analysis report. Post-event analyses gave positive results; all safety criteria were met. However, this kind of event should be identified in the failure mode and the effect analysis, and in addition should be analysed within the scope of the DBAs. The design of the new ESFAS system must avoid this kind of failure.

III.4.1.17. Implementation of conservative design for performance of safety systems

At the system level all aspects of conservative design have already been considered. These include robustness of the items (components) of automatic safety systems and their sufficient capacity with adequate margins.
III.4.1.18. Higher priority given to safety functions

The priority of SFs over functions of normal operation was implemented in the original design of automatic safety systems. However, due to the new safety classification of functions and systems, some deficiencies were identified. Prioritization of SFs was identified as a new issue, which is to be ensured within the ESFAS system itself. Both types of priority will be considered in the upgrading programme.

The priority of automatic actions over manual operator actions was ensured in the original design. In the course of development of the new symptom based EOPs some operator actions were identified as significant. An example is the reduction of safety injection flow; the operator cannot take this action in the wide range of pressure below 8.3 MPa and temperature above 180°C. The safety signal reset capability is to be implemented when justified.

III.4.1.19. Isolation of process and safety systems

The original automatic safety systems are separated from normal operation systems. There are special sensors available for the reactor trip system, the ESFAS system, the normal operation control systems, the analog indicators in the main control room and the process information system. A common part of the sensors is an instrumentation line of particular redundancy. This is a very good solution from the point of view of safety. The disadvantages of this design are the large number of detectors and the high maintenance costs. These issues have become more important, as due to requirements regarding environmental qualification all safety sensors have to be replaced by new ones. The only detectors commonly shared by safety and normal operation systems are neutron flux power range ex-core detectors. The signals of these detectors from safety and normal operation systems are properly isolated.

Regarding the new design of safety systems it is proposed to reduce significantly the number of sensors and to allow multipurpose usage of sensors. An additional reduction of sensors will be achieved by integration of the reactor trip and ESFAS systems. Proven isolation devices will be used for the isolation of process systems from safety systems.
III.5. REVIEW OF MECHANISMS

III.5.1. Unavailability of safety systems during previous operation

All provisions are adequately implemented in existing systems. The quality of these provisions corresponds to the technology level used at the time of their construction. A combination of implemented provisions and checks by personnel in the field ensure satisfactory reliability of the system.

All provisions will also be implemented in the new system; however, with higher quality. A justified RESET capability will be implemented.

III.5.2. Failure of safety systems to react on demand

Selection of initiation criteria does not always guarantee fulfilment of acceptance criteria when the single failure criterion is assumed. The response time became adequate after an adjustment was made to the system. Emergency operating procedures and operator training are satisfactory regarding consideration of failures in the safety systems. Diverse initiation criteria will be implemented in the new reactor trip system.

III.5.3. Failure of safety systems due to failure of supporting systems

The supporting electrical systems are reliable. The supporting ventilation systems will be improved within the upgrading programme. Emergency operating procedures and operator training are satisfactory in the case of failures in the supporting systems to the safety system.

III.5.4. Degraded performance of safety system due to harsh operating environment

An environmental qualification programme was started several years ago. A list of equipment to be replaced and a list of equipment to be requalified have been developed. Measures will be implemented within the upgrading programme. Supporting ventilation systems will also be improved within the upgrading programme.

III.5.5. Inadequate performance of safety systems

The single failure criterion is applied in the design of the reactor trip and ESFAS system. A weak point is the power supply system of the control rods. The new system will be designed to meet fully the criterion.
The fail-safe criterion is not fully implemented for the reactor trip system but will be implemented in the design of the new system. The ESFAS system is designed as fail-safe to the extent possible; the same principle will be applied to the new system.

III.5.6. Interference of process systems

Priority of SFs over normal operation and over operator actions was implemented in the original design and will also be implemented in the new design. RESET capabilities will be implemented to allow justified controlled operator actions. It is expected that the number of interconnections between safety and normal operation systems will be higher in the new systems. Proven isolation devices will be implemented to allay safety concerns.

III.6. REVIEW OF CHALLENGES

III.6.1. Degraded performance of fundamental safety functions due to inadequate response of automatic safety systems

A decision on replacement of the original automatic safety I&C systems by new ones has been made. Areas identified for improvement are the following:

— Operating status indication,
— Self-testing capability,
— Diversity of initiating criteria,
— Supporting ventilation systems,
— Seismic and environmental qualification of equipment,
— Single failure criterion application,
— Fail-safe principle,
— Controlled operator intervention.

Deficiencies identified in the original system will be resolved in the new system, and the challenges of degraded performance of FSFs due to no timely or inadequate response of the automatic safety systems will be eliminated.
III.7. RESULTS AND LESSONS LEARNED FROM THE REVIEW

The test application of the screening method demonstrated that the approach is based on sound concepts and can be effectively used in plants. It can be considered a good method for the periodic safety review. It can also be used in a limited scope for review of the plant quality assurance programme, evaluation of plant modifications and evaluation of events or precursors. Because of the wide scope of the aspects reviewed, the approach can effectively support the questioning attitude as part of the plant safety culture.

When the review is being performed as a self-assessment, the level of satisfaction heavily depends on the plant safety culture and the desire for improvement. In any case the approach helps in identifying missing or weak provisions. The understanding of the importance of the provisions and of the interactions among the provisions or mechanisms is improved because of the complexity of the approach and its visualization in the form of objective trees.

For the Bohunice plant, the results of the screening were found to be in compliance with the recommendations of Ref. [8] and with the plant findings. Appropriate measures are planned for implementation within the upgrading programme. This is an important conclusion of this screening from the plant perspective. Screening was a starting point for a deeper evaluation of the areas needing improvement within the development of the safety concept of the upgrading programme. The test application contributed to the comprehensiveness of the plant upgrading programme.

The application also contributed to improvements of the screening method. For example, inclusion in the approach of the following modifications was proposed:

(a) The provision ‘Periodic surveillance testing and in-field audits of safety systems’ should be added to prevent the mechanism ‘Safety systems become unavailable during previous operation’.

(b) The provision ‘Install reliable supporting electrical systems’ was originally concentrated on electrical systems only. It was recommended that this should be made broader to assume all kinds of supporting systems, not only electrical ones. A typical additional supporting system is the ventilation system. The importance of this system was confirmed by available PSA studies.

Owing to the large number of provisions, mechanisms and challenges, some coding system would be helpful for practical reasons in full scope applications. The coding system can be developed in a future version of this approach. Development of the electronic version of this approach with links to
various supporting documents is recommended, to provide correct and complete information from original documents in support of appropriate evaluation of particular provisions. This should provide the user with an easy cross-checking capability for the evaluated provisions, mechanisms and challenges, to assist in ensuring the consistency and quality of the screening document. The system should be flexible, to allow the user to establish links with the existing plant documentation.
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DEFINITIONS

**accident.** Any unintended event, including operating errors, equipment failures or other mishaps, the consequences or potential consequences of which are not negligible from the point of view of protection or safety.

**accident conditions.** Deviations from normal operation more severe than anticipated operational occurrences, including design basis accidents and severe accidents.

**accident management.** The taking of a set of actions during the evolution of a beyond design basis accident:

— To prevent the escalation of the event into a severe accident;
— To mitigate the consequences of a severe accident; and
— To achieve a long term safe stable state.

**anticipated operational occurrence.** An operational process deviating from normal operation which is expected to occur at least once during the operating lifetime of a facility but which, in view of appropriate design provisions, does not cause any significant damage to items important to safety nor lead to accident conditions.

**beyond design basis accident.** Accident conditions more severe than a design basis accident.

**design basis.** The range of conditions and events taken explicitly into account in the design of a facility, according to established criteria, such that the facility can withstand them without exceeding authorized limits by the planned operation of safety systems.

**design basis accident.** Accident conditions against which a nuclear power plant is designed according to established design criteria, and for which the damage to the fuel and the release of radioactive material are kept within authorized limits.

**initiating event.** An identified event that leads to anticipated operational occurrences or accident conditions and challenges safety functions.
**normal operation.** Operation within specified operational limits and conditions. For a nuclear power plant, this includes starting, power operation, shutting down, shutdown, maintenance, testing and refuelling.

**operational limits and conditions.** A set of rules setting forth parameter limits, the functional capability and the performance levels of equipment and personnel approved by the regulatory body for safe operation of an authorized facility.

**operational states.** States defined under normal operation and anticipated operational occurrences.

— Some States and organizations use the term operating conditions (for contrast with accident conditions) for this concept.

**plant equipment.**

![Diagram of plant equipment structure]

1. In this context, an 'item' is a structure, system or component.
plant states.

<table>
<thead>
<tr>
<th>operational states</th>
<th>accident conditions</th>
</tr>
</thead>
<tbody>
<tr>
<td>normal operation</td>
<td>beyond design basis accidents</td>
</tr>
<tr>
<td>anticipated operational occurrences</td>
<td>(a) design basis accidents</td>
</tr>
<tr>
<td>(b) severe accidents</td>
<td></td>
</tr>
</tbody>
</table>

(a) Accident conditions which are not explicitly considered design basis accidents but which are encompassed by them.
(b) Beyond design basis accidents without significant core degradation.

**postulated initiating event.** An event identified during design as capable of leading to anticipated operational occurrences or accident conditions. The primary causes of postulated initiating events may be credible equipment failures and operator errors (both within and external to the facility), and human induced or natural events.

**severe accidents.** Accident conditions more severe than a design basis accident and involving significant core degradation.

**validation.** The process of determining whether a product or service is adequate to perform its intended function satisfactorily.

**verification.** The process of determining whether the quality or performance of a product or service is as stated, as intended or as required.
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