
Provisional Agenda
2nd Workshop on Advanced Safeguards Technologies for Nuclear Fuel Cycle

10-13 November 2009

JAEA Tokai
· Opening  remarks & Welcome address 

· Plenary  Current Status and Future Prospect of Developing Safeguards Technologies for Nuclear Fuel Cycle 
· JSGO：Safeguards Strategic Plan of JAPAN (tentative)

· USDOE : NGSI (to be confirmed)
· FRANCE：Safeguards Technologies for Future Nuclear Fuel Cycle Facilities  (to be confirmed)
· IAEA：Instruments development for meeting future Safeguards goals
· Session 1 : Technology and Instrumentation needs for Developing Safeguards for current and future Nuclear Fuel Cycle
· JSGO： Safeguards Technology Development Strategy
· IAEA : Authorization of SG equipment
· EURATOM：Current and future needs on Safeguards Technologies

· JAEA：Needs of Safeguards Technologies for the Future Nuclear Fuel Cycle
· Session 2 : Advanced Safeguards Technologies
　　　　　（Areas to be discussed）
· Measurement, sensor and analytical  technologies
·  Improvement of NDA technologies for verification of  reactor fuel
· JSGO, NMCC and IAEA: Experience gained from Rokkasho On-Site Laboratory: Design, construction, commissioning and operation (TBD)
· Nuclear reference materials for improvement of DA

· Unattended process monitoring systems  
· Technologies of data specification, acquisition, transmission and evaluation (TBD)
· Containment and surveillance technologies
· Improvement to accuracy of Burn up code
· Advanced Safeguards Approaches
· Concept development in the context of State-level safeguards considerations (IAEA)

· Session 3 : Guidelines to develop instrumentation to lead the way for implementing Future Safeguards [Discussion among Safeguards inspectorates, facility designers, facility operators and facility developers; the following areas to be covered ]
· IAEA：Current Developments and Future Direction under the MSSP Task “Guidance for Designers and Operators on Design Features and Measures to Facilitate the Implementation of Safeguards at Future Nuclear Fuel Cycle Facilities”
· Joint planning of installation of SG equipment during facility design phases
· Joint use of equipment
· Authentication of the installed equipment.

· Technical specification of shared equipment (independent data access, integrity).
· Experience in implementation  
· International cooperation for R&D and implementation of equipment
· Information security
· Remote data transmission (authenticity, encryption, vulnerability etc.)

· Session IV: Panel discussion: Experiences and lessons learned 
· FRIDAY, 2009-11-13: site visits (TBD) 
